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PE3YJbTATHU AHAJI3Y CTIHKOCTI TA OBUHACJIIOBAJIBHOI NIBUIKOIIT
TEHEPATOPIB IICEBJOBHUIIA IKOBHUX BJIACTUBOCTEM

Y cmammi npeocmasneno pesynbmamu KOMRIEKCHO20 OO0CNIONCEHH. KpURMoepagiunux eiacmueocmei ma
004UCTIOB8ANBHOI  e(heKmUGHOCME  0emepMIHOBAHUX —2eHepamopié ncesdosunadkosux nocaioognocmeil  (DRBG),
cmanoapmuszosanux NIST SP 800-90A Rev. 1. Ilpoeedero nopieusinvuuti ananiz areopummie CTR_DRBG, HASH DRBG,
HMAC DRBG ma Dual EC DRBG 3 6uKOpUCmMaHHsim pPi3HUX KPUNMOZSPADIUHUX APUMIMUBI8: OI0K08020 wu@py
AES-256, xew-gynxyii SHA-256/SHA-512 ma exinmuunux kpusux P-256/P-384.

Jlocniooceno 3anedicHicmes npoOYKMUSHOCMI 2eHepamopisé 6i0 muny 6a306020 Kpunmozpa@iuHo2o npumimued
WIIXOM  BUMIPIOBAHHS KINbKICHUX nokasnuxie cycles per byte (cpb) na 64-6imuiii apximexmypi. Bepugixosano
CMAmMuUCmMuyHi 61aCMUBOCMI 32eHePOBAHUX NOCTIO08HOCHEN 3a 00NOM020i0 mecmosozo Habopy NIST SP 800-22 Rev.la.
Bcmanosneno, wo CTR_DRBG na ocnoei AES-256 ma HMAC DRBG i3 SHA-256 3abesneuyioms onmumanbhe
CNIBGIOHOWEHHS MIDIC KDUNMO2PAMIYHOIO CIMIUKICMIO Ma WEUOKOOIEI, OeMOHCMPYIOHU HAUGUWY RPOOYKMUBHICMb
ceped 00CNiONCeHUX peani3ayiil.

Iloxasano, wo Dual EC _DRBG, nobydosanuii na onepayisix cKauspHo20 MHOJMCEHHS. MOYOK eiNmMUyHUX KPUBUX,
XapaxmepusyemvbCs HAuULoI0 OOUUCTIOBANLHOI CKIAOHICIIO BHACIIOOK apu@dMemuKky y epyni mo4ox emnmudnol
KpUeoi, npome OeMOHCHMPYE 2PAHUYHY CHMAMUCIMUYHY AKICMb  GUXIOHUX  nocaioognocmeu.  O6IPYHMOBAHO
NEePCNeKmuUHICmy 3ACMOCYB8aAnHs eNMUYHUX KPURMONPUMIMUGIE Y KOHmMeKcmi no6y0osu NOCMKEAHMOB0-CMIUKUX
2enepamopis.

Pesynomamu 0ocniodcenHs (hopmyioms Memooono2iuHy ocHogy 0is 06rpyHmosanoeo eubopy muny DRBG
BIONOBIOHO 00 BUMO2 KOHKPEMHO20 KPUNMOSPADIUHO20 3ACMOCYB8ANHS 3 YPAXYBAHHAM 0OMeNCeHb HA 0OUUCTIOBANbHI
pecypcu ma pigeHv Oesneku. Ompumani 0ani Moxcymsv Oymu GUKOPUCMAHL OJisi ONMUMI3AYIl NpOmMoKonie 2enepayii
KII0Y08020 Mmamepiany, po3poOKu cucmem eleKmpoHHO20 RIONUCY Ma asmeHmu@ikayii, a makoxic NpoEKny8aHHs
KPURMOSPAPDIUHUX MEXAHIZMIB, CYMICHUX i3 MINCHAPOOHUMU CIMAHOApMAMU 6e3NeKU.

Knwwuosi cnosa: demepminosani zenepamopu ncesdosunaokosux 6imis, DRBG, kpunmoepaghivna cmivikicmo,
00UUCTIOBANLHA  CKNIAOHICMb,  eNINMUYHl  Kpueli, 0O10K06i wudpu, Xxew-QyHkyii, cmamucmuyne mecnyeanHs,
NOCMKB8AHMOBA KpUNMmMozpagpis.

V. Chevardin, O. Pryma. Results of the Analysis of Cryptographic Resilience and Computational Performance
of Pseudorandom Generators

The paper presents the results of a comprehensive study of the cryptographic properties and computational
efficiency of deterministic random bit generators (DRBG) standardized in NIST SP 800-90A Rev.1. A comparative
analysis of the CTR_DRBG, HASH_DRBG, HMAC_DRBG, and Dual EC_DRBG algorithms was conducted using
various cryptographic primitives, including the AES-256 block cipher, SHA-256/SHA-512 hash functions, and elliptic
curves P-256 and P-384.

The dependence of generator performance on the type of underlying cryptographic primitive was investigated by
measuring the quantitative indicator cycles per byte (cpb) on a 64-bit architecture. The statistical properties of the
generated sequences were verified using the NIST SP 800-22 Rev.1a test suite. It was established that CTR_DRBG based
on AES-256 and HMAC_DRBG using SHA-256 provide an optimal balance between cryptographic strength and
computational speed, demonstrating the highest performance among the studied implementations.

Dual_EC_DRBG, based on scalar point multiplication over elliptic curves, exhibits the highest computational
complexity due to the arithmetic of elliptic-curve point groups but achieves the highest statistical quality of output
sequences. The study substantiates the prospects of using elliptic-curve cryptographic primitives for the design of post-
guantum-resistant random bit generators.

The results form a methodological basis for the reasoned selection of DRBG types according to specific
cryptographic application requirements, considering computational constraints and security levels. The findings can be
used to optimize key-generation protocols, design electronic signature and authentication systems, and develop
cryptographic mechanisms compliant with international security standards.

Keywords: deterministic random bit generators, DRBG, cryptographic strength, computational complexity,
elliptic curves, block ciphers, hash functions, statistical testing, post-quantum cryptography.
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IMocTaHoBKa Npo6JieMH Ta AKTYaJbHICTH A0CTi/IZKEHHA

[TosiBa KBaHTOBMX KOMII IOTE€pIB BUKJIHMKaJla pealbHy NOTpPeOy B MiJBUILEHHI CTIHKOCTI
ICHYIOUMX KPHUIITONIPUMITHUBIB, $IKIi BHKOPHCTOBYIOTHCSI B CHCTEMax eJIEeKTPOHHO-IIH(PPOBOIO
HIiANKCY, CHCTEMax Ta KOMIUIEKCaX aBTeHTH]IKaIii Ta po3MeXyBaHHS IOCTYITy, TeHepalliil 3aralbHIX
CeKpeTHHX KJIIOUiB Juid Imu@pyBaHHs Ta aBreHTH(ikamii manmx. [lapanmensHo Oyna posmodara
KOMIIaHig MIOAO0 PO3POOKH HOBHX KPHIITOIPHMITHBIB, SIKI BUKOPHCTOBYIOTH iHINI MaTeMaTHYHi
amapatu i moOysoBU KpunTorpadiuaux omepaniid. OcoOnauBy yBary BU€HI 3aBXKIU MPHIUTITA
PO3po0IIi CTIMKUX aaTrOpUTMIB TeHepallii KpUITOrpadiyHUX KIIFO4iB, [0 OOTPYHTOBAHO iX 3HAUEHHSIM
JUISL TIPOTOKOJIB Ta aNrOpUTMIB mM(pyBaHHS JaHUX, IHKANCYJALIl KpUNTOrpadiqHuX KIOUiB. 3a
OCTaHHE JIECATHPIYYS OYyJI0 MPUMHATO JIeKibKa HamioHanpHuX cTanaaptiB NIST B skocti 6a30BHX
Ta 3arajbHO BU3HAYCHUX AITOPUTMIB TeHEpaIlii CeBAOBUIIAIKOBUX TOCIIIOBHOCTEH /IJIsl CTBOPEHHS
KpunTorpaQiuHux KIIOUIB, a caMe€ CIMeicTBa alropuTMiB, SKI B SKOCTI KpUIITONPHUMITUBIB
BUKOPUCTOBYIOTh OJIOKOBI CHMETPHUYHI CXEMU HIM(PPYyBaHHS, AJITOPUTMH TEUIyBaHHA [aHUX,
MIEPETBOPEHHS TOYOK ENINTUYHOT KPUBOI HA/I IPOCTUMHU TOJISIMU Ta iX po3mupeHHs. [losBa HOBHX
QITOPUTMIB 3aBXKJIU BUKIMKA€E HOB1 PU3MKH 1010 MOSIBU HEBIAOMHUX paHillle ypa3JIMBOCTEH, sKi
MOXYTh OyTH BUsBIIEHI 3 yacoM. Lle, B cBOIO uepry, ynoBUIbHIOE BIPOBA/KEHHSI HOBUX aJITOPUTMIB
B ICHYIOYl 1H(OpMAaIiiiHI cUCTeMHU U1 KpUOTOrpadiyHOro 3axucry iHQopmarlii, TOMy BJIACHUKU
1H(pOpMaLIHHUX CUCTEM 1HO1 CXWIISIFOTHCS 10 BUKOPUCTAHHS ICHYIOUHX KPUIITOTpapidyHUX CUCTEM 3
JeSIKUMU YJIOCKOHAJICHHSMH 32 paXyHOK 301IbIIIEHHS TapaMeTpiB KpUNTorpadiuyHoi CTiiKOCT1, 3a 110
IJATOK0 € HEe3HAayHl 3HWKEHHS IIBHAKOMIl alrOpUTMIB, sIKIi KOMIIEHCYIOTHCS ITiIBUIIEHHSIM
MOTYHOCTI 00YHCITIOBAJILHUX 3aCO01B.

Takum YMHOM, MIIBUINEHHS MIBUIKOIT KpUNTOrpadiuHUX TE€HEPATOPIB ICEBIOBHUITAIKOBUX
nocnigoBHocted (I'TIBII), ominka iX ICEeBIOBMIIAKOBUX BIACTHUBOCTEM Ta KpunTOrpadidHoi
CTIHKOCTI € aKTyaJIbHUM HAayKOBHM HANpPSIMOM BaXKJTMBUM JIJIs1 3a0€3MEUYCHHS CTIMKOCTI ICHYIOUHX
KPUITOCUCTEM 0 HOBHX 3arpo3 BHKJIMKAHUX IOSIBOIO Ta 30UIBLICHHAM IOTY>KHOCTI KBaHTOBHX
KOMIT FOTEpiB. Y I1i€l poOOTI HABEIEHO MOPIBHSIHHS OCHOBHUX KJIACIB T€HEPATOPIB 13 KOPOTKUMH
XapaKTEPUCTHKAMHU Ta OI[IHKAMH CTIHKOCTI Ta 00YMCIIIOBATIBHOT IIBUIKOIIT.

AHaJIi3 OCTaHHIX My0JiKanii Ta HAYKOBHUX pPe3yJbTaTIB

CroromHi icHye OaraTo po3poOJeHUX SK IeHEepaToOpiB BUMAJAKOBUX MOCTiOBHOCTEH (random
bit generator — RBG) Tak i renepaTopiB 1ceBIOBHIIAAKOBUX MMOCIigoBHOCTEH (deterministic random
bit generator — DRBG), siki CTBOpeHi I BUKOPHCTaHHS B Pi3HOMAaHITHHX MPOTOKOJAX, aje K
IIPaBUJIO, MAalOTh CXOXKMH MaTeMaTUYHUM amapar i NoOYyJOBHM KpUNTOTpaiuHUX CUCTEM
muQpyBaHHs, rellyBaHHA Ta IHIIUX KPUITONPUMITHBIB. OCTaHHIMU pe3yJibTaTaMu, TOCATHYTUMH B
LIbOMY HaIIPSIMKY € BUKOPUCTAHHS CTaHAAPTU30BaHUX KPUIITOrpadiYHUX alrOpUTMIB I TOOYA0BU
kpunrorpadgivuao criiikux reHeparopisB DRBG. Posrisaemo icnyroui knacu I'TIBII, pekomenmoBani
PI3HUMU JPKepeaMu Ta CTaHJAapTaMH, K1 OyJIU JOCTIIKEeH] 32 OCTAaHHE IECATUPIYYSL.

VY poborti [1] po3pobiaeHo HOBI Mozl Oe3MeKH AJisi TeHepaTOPiB MCEBIOBUITAIKOBUX YHCEN 13
BX1JJHOIO eHTpomiet0. OCHOBHUM pe3ylbTaToM € o0y ioBa seedless-reHepatopis, 110 He MOTPeOYIOTh
MIOYaTKOBOI'O BMIIAJKOBOI'O 3€pHa (€HTPOMIMHOro 3HaueHHs seed), ajne 3aIMIIaroThes CTIMKUMU J10
KOMIIpOMeETAIlil BHYTPIIIHBOIO CTaHy I'€HepaTopa Ta BIUIMBY Ha Jpkepena eHTpornii. Kpunrtorpadiuna
criiikicts ['TIBII gocsiraeTbes 3a paxyHOK BUKOPUCTaHHS Kpunrorpadiunux xem-pynkuiin SHA-2,
SHA-3 ta HMAC, mo 3a0e3neuyroTh 3a JyMKOK aBTOpa SIK OOUMCIIIOBAJIbHY, TAaK 1 TEOPETUUYHY
CTIHKICTB.

VY poborti [2] popmanizoBaHo BuzHaueHHs ciM’i 12-paynaoBux ¢yHkuiii Keccak, Bitomux sk
TurboSHAKE, s BUKOpHCTaHHS B IOCTKBAaHTOBHUX KpunrTorpadiuHux cxemax. Ilokaszano, 1mio
CKOPOYEHHs KUIBKOCTI payHIiB He MOTIpIlye CTIHKICTh anroputMmy, a 3abes3neuye BHILY
MPOIYKTUBHICTh 1 CYMICHICTh 13 icHyrounmmu peanizaiismu Keccak/XOF, mo crtano MOXIUBUM
3aBJIIKM ONITUMI3Allil CTPYKTYpH NMPUMITHBA, 3ano3ndeHoro 3 Kangaroo Twelve.

Y poGoti [3] 3ampomoHOBaHO HOBY KOHCTPYKIIIO JIETEPMIHOBAaHOTO TeHepaTopa
nceaoBunaakoBux OiTiB (XDRBG), mo rpyHTyeTbcsi HA BHKOPUCTaHHI OyIb-sfkoi QyHKIII 3
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posmuproBanuM BuxoaoM (XOF). OcHoBHUM pe3yibTaToM € JOBEACHHS (OpMalbHOI CTIHKOCTI B
ineanpHiit Mogeni XOF i3 mIiIbHUMU M@XKaMH CTIMKOCTI Ta JEMOHCTPAIi€0 KBAHTOBOI CTIMKOCTI.
be3neunicTh JOCATHYTO 3aBISIKM YHIBEpCAIbHIA KOHCTPYKIIii, 0 noeauye anroputmu SHAKE128,
SHAKE256 1 ASCON-XOF Ta 3a0e3neuye ik BACOKY IIBUIKO/IIIO, TaK 1 CTIMKICTh JO KOMIPOMETAIi1
BHYTPIIIHBOTO cTaHy reHepatopy I1BII.

VY po6oti [4] HaBeAeHO pe3yabTaTH aHANi3y cTikocTi reHepaTtopa DRBG, mo 6a3yernhcs Ha
nepecTaHoBKax, 3amnpornonoBanoro Coretti Ta iHmmMu aBTopamu Ha koHgpepennii CRYPTO 2019.
3o0kpema, aBTopamu OyJi0 JTOBEIICHO, IIO KOHCTPYKIliS T€HEepaTopiB LbOTO KJIAaCy, 3aCHOBaHA Ha
“ryOkoBiit” (sponge) cxemi. Lleit anropurm orpumas Ha3By Sponge-DRBG. Y po6oTi mokazaHo, o
1151 KOHCTPYKIIiS € CTIHKOIO A0 KpunTorpagiuHux atak. ABTOpaM BJAIOCS MOKPAIIUTH TEOPETUYHY
Mexy Oesmekn DRBG, mio 6asyeThcss Ha TepecTaHoBKax, i3 piBHa O(min{2¢/3,2%/2}) no
0(min{2¢/2,2%/2}), To6T0 MO MakcHMMaTbHO MOKIHBOI (Tak 3BaHoi birthday-bound) rpammmi
CTIMKOCTI. 3aBISKH aHalli3y T'yOKOBOI CTPYKTypH (Sponge construction) 3ampOnOHOBaHO HOBUMN
reHepatop POSDRBG 3 nizBuieHo0 mBHAKICTIO TeHepariii (output rate = 1) 6e3 BTpaTu Ge3neKu.
[ligBuIEHHST AOCATHYTO 3a paxyHOK ONTHMI3alii mHapaMeTpiB €MHOCTI (C) Ta MIHIMaJIbHOI
eHTpomii (A).

VY poborti [5] 3anpornoHoBaHO HOBHI THUII TeHepaTopa MCEeBJAOBUIIAKOBUX O1TiB, OOy 10BaHUI
Ha aCUMETPUYHUX 4YHUCIOBUX cuctemax (ANS), skl TpaauiiiiHO BUKOPUCTOBYIOTHCS Y CTHCHEHHI
JaHUX. ABTOpU TMIOKa3ajJd CTAaTHUCTUYHY CXOXICTh BHUXIIHUX TOCHIZIOBHOCTEH 3 I1CTHHHO
BHUMAAKOBUMU 1715 Beaukux mapameTpiB R Ha ocHoBi NIST STS tecriB. Takox aBTOpH Mmoka3aiu, 110
micias 3actocyBaHHs Keccak-mepeTBopeHb 1 poTaliiiHUX omepariiii BUXiJIHI JaHl TaKOX YCHIIIHO
npoxonate Tectu NIST STS. Ha gymky aBTOpiB, OTpuMaHi pe3yibTaTd 3acBiAymiId (opMabHY
KpunTorpa@iuHy CTIHKICTh NMpH BEIUMKUX R Ta €BpUCTHYHY CTIHKICTH MPU MEHIIUX 3HAYEHHSX,
BKJIFOYHO 13 3aBJICHOIO KBAHTOBOIO CTIMKICTIO KOHCTPYKITIi.

Takum 4YwHOM, aHaJi3 OCTaHHIX POOIT MIATBEPPKYE OCHOBHI HAMpPSIMH BIOCKOHAICHHS
icuyrounx cxeMm renepariii [IBII, a came 1e oIiHka Ta MiABUIICHHS KpUNTOTpadiuHOl CTIMKOCTI
reneparopiB DRBG 3a paxyHOK BUKOPUCTaHHS OUIBII CTIHKHX KPUIITOTIEPETBOPEHB SIK JI0 ICHYIOUUX
METOIB KpPHIITOAHAI3y, TaK 1 JUIsi METOJMIB KBAaHTOBOTO KPUINTOAHANI3y. TakoX, MAOCITiHKCHHS
CyYaCHHX 1 TEpPCIEeKTUBHUX airopuTtmiB reHepariii [IBII, moB’s3aHO 3 MIBUIKHUMH OIlIHKAMH
MOTEHIIIMHUX BJIACTUBOCTEH BHXIIHUX TMOCHiTOBHOCTeH TeHeparopiB [IBII i3 BukopucTaHHIM
METOAMK OMIHKKM cratuctuaHoi Oesmeku NIST STS. Jlam y craTTi npeacTaBiaeHO BJacHi
JOCIIJDKEHHS ICHYIOUMX Ta MepcrneKTuBHUX cxeM reHepairii [1BIT 3 ominkoro kpunrorpadgiyHoi ta
CTaTHUCTUYHOI O€3IEKH.

JocimkeHHs1 Ta OLiHKA MapaMeTpPiB CTIMKOCTI Ta CTATUCTUYHOI BJIACTUBOCTE

Jiniuni I'TIBIT (LCG, MCG)

IIpocti y peamizarii Ta mBUAKI B poOOTI, MpOTE BOHU HE 3a0€3MEUYOTh KpuUnTorpapidyHoi
CTIMKOCTI, 110 POOHUTH X HEMPUIATHUMHU IS 3aXUCTy iHopmanii. OCHOBHE MpU3HAUEHHS TaKUX
TreHepaTopiB — 1€ CHUMYJIALII, CTaTUCTUYHE MOJEIIOBaHHSA Ta IHINI 3ajJayi, Je He MNoTpiOHa
KpunrorpadiyHa 3aXHuIleHICTb.

[Ipuknagamu niHiHUX TeHepaTopiB € LCG, MCG, XORShift, Mersenne Twister, PCG Ta
WELLS512a, cepen skux Haiikpalili mokasHUKY mBuAKoAil remoHcTpye PCG 3i 3Hauenusim 1.5-4 cpb.
Boanowac xpuntorpadiuna cridikicte PCG 3anuimiaeTbcsi JOCUTh HHU3BKOI Ta OIIHIOETHCS
npubmusHo Ha pieHi 230 — 2%° mo mixTBEpIKY€E HENPUIATHICTL IBOTO KJIacy TEHEPATOpiB s
KpUNTOrpadiuHUX 3aCTOCYBAHb.

I'TIBII na ocnosi pezicmpis 3cyey (LFSR/NLFSR)

I'eneparopu 1poro Tumy (GopMyrTbCs Ha OCHOBI pericTpiB 3cyBy 3 niHiitHMMHU (LFSR) a6o
HemiHidHuMu  (NLFSR) 3BopoTHMME 3B’s3kamu MK OiTamu perictpa. 3aBIsSKH BHUCOKIH
o0unCITIOBaNIbHIN €(PEeKTUBHOCTI Ta MOMKJIMBOCTI amapaTHOi peaji3allii, BOHM 3HaWILIM LIMPOKE
3aCTOCYBaHHA y MOTOKOBHX IIU(Pax, M0 3a0€3MeUy0Th 3aXUCT JaHUX Y PEXHUMI PeaTbHOT0 yacy.
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Jlo HaWmomupeHimux MpencTaBHUKIB nporo kiacy Hanexats LFSR, NLFSR, Combined
LFSR, Geffe, Shrinking ta Stop-and-Go renepatopu. Cepen Hux 6a3zoBuii LFSR xapakrepusyerncst
HaliBUIOIO mBUAKOAiI€0 — mpubausHo 1-3 cycles per byte (cpb). Kpuntorpadiuna criiikicts
reHepaTopiB, MOOYOBAHUX HA OCHOBI PETiCTPiB 3CYBY, 3a3BMuail OliHIOEThCA B Mexkax 2°0 — 279,
o poOUTh IX NPUHHATHUMH IS OKPEMHUX NPUKIATHUX 3aBAaHb, XO04Ya BOHHU IOCTYMAIOTHCS
Cy4acHUM KpHUIITOrpadiYHUM CTaHIApTaM 3a piBHEM O€3MeKH.

Kombinosani I'TIBI1

CTBOpIOIOTECS IUISIXOM TOEIHAHHS KUTBKOX PI3HUX alNroOpuTMiB a0 METOIB reHeparii, mo
JI03BOJISIE 3HAYHO ITIIBUIIUTH SIK KPUIITOTpadivuHy CTIHKICTh, TaK 1 MEPio MOCTIIOBHOCTI MOPIBHSHO
3 POCTUMHU TeHepaTopaMu. Takuil miIXi KOMIEHCY€E HEJOMKH OKpEMHUX aJrOpUTMIB 1 3a0e3mneuye
Kpallll CTAaTUCTUYHI BIACTUBOCTI BUX1HOI MOCTIOBHOCTI.

Jlo HalBIIOMIIINX TPEACTaBHUKIB KOMOIHOBaHMX T€HEpaTopiB Hajexarb Xoshiro256**,
Xoroshiro, WELL1024 ta Hybrid Taus, cepen sikux Haiikpali MOKa3HUKH IIBUIKOIIT I€MOHCTPYE
Xoshiro256** 31 3naueHHam 1-3 cpb. Kpunrorpadiuna cTiiKicTb KOMOIHOBaHHUX T'€HEpaTOpiB
OLiHIOETEC TpUbIM3HO Ha piBHI 2%0 — 280, mo poGutk ix MpuaATHUME IS MIMPOKOrO CIIEKTpa
3aCTOCYBaHb, BKJIIOYAIOUN HAyKOB1 OOUYMCIIEHHS Ta JesiKl KpUnTorpagivti 3a7ayl cepeiHbOro piBHS
Oe3meKu.

Kpunmoepagiuni I'TIBII (DRBG)

DRBG € ¢ynnaMeHTanbHUM KOMIIOHEHTOM CYYacCHHUX CHUCTEM KPUOTOrpadiyHOro 3aXHUCTy
iHpopMmaii. [Ipuznauennss DRBG nonsrae y dopmyBaHH1 61TOBUX MOCTIAOBHOCTEN, CTaTUCTHYHI
BJIACTHUBOCTI SKUX HAOIIKEH] /10 ICTHHHO BUITAJIKOBHX, aji€ OTPUMaHi IETEPMIHOBAHUM CITIOCOOOM 13
BUKOPUCTAHHSM KpUIITOrpapiyHUX NEepeTBOPEHb. 3abe3NeueHHs SKICHOI NMCEBIOBMIIAIKOBOCTI €
KIIFOYOBOIO TEPEIYMOBOIO HAIIHHOCTI KpUNTOrpadiyHUX MPOTOKOJIB, CHUCTEM MMHU(GPYBAHHS,
aBTeHTH(IKaI1, MUPPOBUX MIAMUCIB Ta KEPYBAHHA cecisiMU [6].

Ha BigmiHy BiJ KJIaCHYHUX TeHEpaTOpiB MCEBAOBUITAIKOBUX uuncen, kpuntorpadiuai DRBG
MalTh IIJIBUINEHI BUMOTH JI0 CTIHKOCTI M0 mepeadadyBaHOCTI, CTIMKOCTI 10 BIATBOPEHHS
MOTNIEPE/IHIX CTaHIB TEHEPATOPy Ta CTIHKOCTI 10 KPUMNTOAHAIITUYHUX aTaK Ha ajJrOPUTM TeHepallii
BHYTPIIIHBOTO CTaHy TeHeparopy. Lli Tpy mokasHWKa BU3HAYAIOTh BIACTHBICTh TAKUX aJITOPUTMIB,
10 HABITh 32 YMOBH PO3KPHUTTS YACTHHU BHYTPINIHBOTO CTaHy a0O MOMEpPEIHIX BHXIIHUX JAHUX
3JIOBMHCHHK HE MOYXE OOUYHMCIUTH HACTYITHI €JIEMEHTH TOCIIiIOBHOCTI [7].

CyvacHi peamizanii  kpunrorpadgiuanx DRBG  rpyHTYHOTbCS Ha  BHKOPHUCTaHHI
KpUnTorpadgivHUX MPUMITHUBIB 13 TOBEJACHOK OJHOCTOPOHHICTIO, 30KpeMa OJOYHUX IMHQPIB, XEII-
GbyHKIM, TOTOKOBMX MHU(PIB Ta IHIIMX KpUNTONPHUMITHBIB. lle m03BoJIsI€ TMOB’s3aTH pPIBEHBb
KpunrorpadgiqHoi CTIMKOCTI TeHeparopa i3 KpunTorpadiuHoK CTIHKICTIO 0a30BOTO ajJropuTMy.
Haiinmommupenimmmu npukiagamu takux peanizamii € CTR-DRBG, HMAC-DRBG, SHAKE256 Ta
Fortuna, siKxi 3acTOCOBYIOThH Pi3HI ME€XaHI3MH OHOBJICHHSI ITOYAaTKOBOTO cTaHy (reseed) Ta renepartii
BHyTpimHboro crany DRBG.

OnuuM i3 HaibimbIn edexTrBHUX Ta ctanaapTuzoBanux DRBG e CTR-DRBG (Counter-mode
Deterministic Random Bit Generator), onucanuii y mokymenti NIST SP 800-90A Rev. 1 [8].
[TpuHnun #oro poboTH 0a3yeThCcsl HA aNTOPUTMI OJIOYHOTO MMQPYBAHHS Y PEKUMI JTIUUIBHUKA
(Counter Mode), 10 3a6e3neuye BUCOKUI pPIBEHb PO3CIIOBaHHSI, BIICYTHICTh BHYTPIIIHbOI KOPEJISIIiT
MDXK OJI0KamMu, KpunrorpadiuHy CTIMKICTh 1 HeTepe10auyBaHICTh BUXIIHUX JTaHHX.

ITpuxnanamu reneparopis [IBII Ha ocHOBI GJ10KOBHX, TOTOKOBUX CX€M IU(PYBaHHS Ta ILIT eI -
¢ysakmiit e: ChaCha20, AES-CTR-DRBG, HMAC-DRBG, SHAKE256, Fortuna, 3 skux 3a
nokazHukamu mBuakoAll kpamuM € ChaCha20, a came 3HaUeHHs MIBUAKOIIT ISl HBOTO CKJIagae 3—
12 cpb, npu oMy 3HaueHHs oro kpunrorpadigHoi cTiiKocTi ckiamae = 2128,

Keanmosi cenepamopu (QRNG)

QRNG ¢opMyroTh BUNIQAKOBICTH 13 (PI3MYHMX KBAHTOBUX MPOIIECIB, TAKUX K (POTOHHA eMicis,
KBaHTOB1 (pykTyamii BakyyMy abo posmnaj paJioaKTUBHUX 130TOMIB. BBaXkaeTbcs, 110 CHOTOHI 11€
HalBUILMI piBeHb HerependauyBaHOCTI, aje BUKOPHUCTaHHsS LKMX T'E€HEpaTopiB JUIs MOTOKOBOTO
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mudpyBanHsa a00 Ui TeHepalii CHUIbHUX KPUNTOrpadiqHUX KIIOYIB € CKIAJHOI0 3a7ayero, L0
obMexye iX cepy 3acToCcyBaHHS B KpUNITOTpadiYHUX AITOPUTMAX.

[Tpuknagamu reneparopiB [IBII Ha ocHOBI (pi3MYHMX KBaHTOBHX MPOIIECIB € T'€HEPATOPU:
ID Quantique QRNG, Toshiba QRNG, Quantis, Quside QRNG, 3 sikux 3a MOKa3HUKAMH IIBUIKOIIT
kpamum € ID Quantique QRNG, a came 3HaueHHs mWBUAKOIT 11t HBOro ckianae 10—100 cpb, mpu
[IbOMY, 3HAa4E€HHS HOro KpunTorpagiuHoi CTIMKOCTI HEMOMXJIHMBO OIIHUTH KJIACHYHO. 3aBISKU
KBaHTOBiii  mpuponi  BumamkoBocTi, QRNG  3a0e3nedyroTh  TEOPETHYHO  aOCOIIOTHY
Herepen0adyBaHiCTh, MPOTE IXHE MPAKTHUYHE BIPOBAKCHHS CTPHUMYETHCS BHCOKOKO BapTICTIO
oOiafiHaHHs, CKJIAQTHICTIO iHTerpamii Ta OOMEXKEHOI UIBHAKICTIO TeHepalii MOpiBHIHO 3
POrpaMHHUMU PillICHHSIMHU.

Ipunyunu noo6yooeu DRBG

®opmyBaHHSI KpUNTOrpadiuHO CTIMKHUX ICEBIOBMIIAJIKOBUX IOCIIJOBHOCTEH Oa3yeTbcs Ha
MOJIeTl JeTEepMIHOBAaHOI TeHepallii, y sKii BUMAJIKOBICTh BHUXIJHUX JAHUX 3a0€3ME€UYy€ThCS HE
(G13MYHUME JKepesaMu eHTpomnii (HampuKiIaj IIyMH JI0J1B, 3MIHU HOBITPSHOT TypOyJIEHTHOCTI Ta
IHII JpKepena eHTpomil), a KpUNTOorpaiuHoOI0 CKJIAJHICTIO BIJHOBJIEHHS BHYTPILIHBOIO CTaHy
reHeparopa [9].

3rifHo 3 BM3HaueHHsAM [8], kpuntorpadiuno criikuii DRBG MokHa mopatu y BUIIIAIL
BimoOpaxenns G:{0,1}° - {0,1}"*, ske, oTpuMaBImIM TIOYaTKOBWI CTaH TeHeparopa (seed),
chopMOBaHUI HAa OCHOB1 EHTPOMIMHMX BXIJHUX JaHUX (entropy input), HOPOJXKY€E MOCITIIOBHICTh
JIOBKUHOIO 1 >> S 01T, CTATUCTUYHI BIIACTUBOCTI SIKOT HE BIAPI3HSIIOTHCS BiJl BJIACTUBOCTEH ICTUHHO
BUITAKOBOI [IOCJIIIOBHOCTI.

Apxitektypa DRBG Bkitouae Tpu ocHOBHI dasu [8]:

e Jmimiamizamisi reHeparopa (Instantiate) — 1e mnporec BCTaHOBJIEHHS MOYaTKOBOTO
BHYTPIITHBOTO CTaHy TEHEpaTopa IICEBJOBUIIAKOBUX YHCEN. Pe3syiapTaToM iHimiamzamii €
BCTAQHOBJICHHS TapaMeTpiB BHYTPIINIHHOIO CTaHy, SIKHH BU3HAYA€THCSA BIIOPAIKOBAHOIO MapoOr0
S = (K,V), ne K — ciMeTpUYIHHI KITt0Y OJIOYHOTO Py, a V — BHYTPINIHIHA JTIYHIEHUK, 110 KEPYE
MOCJITOBHICTIO OJIOKIB.

e OmnomneHHs craHy reHepatopa (Reseed) — me mpoliec mnepioguYHOrO BiTHOBIEHHS
BHYTPIIIHBOTO CTaHy TeHepaTopa 3 METOI0 TIJIBUINCHHS CEHTPOMii Ta 3amoOiraHHs BTparTi
kpunrorpadgiyaoi cririkocti. I1ix 4ac OHOBIEHHS /10 MOTOYHOTO CTaHY BBOISATHCS HOBI €HTPOIIiKHI
JlaHi, a TAKOX, 32 MOTPeOH, T0IaTKOBI mapameTpu. Y pe3yibTarti hopmyerhest HoBa mapa (K, V), mo
3aMIHIOE TIOMEpeIHl 3HAa4YeHHS Kio4ya Ta JiunibHuKa. [lponemypa rapantye HEMOXIUBICTbH
B1JITBOPEHHS MOMEPEAHIX BUXIIHUX JaHUX HaBITh 32 YMOBH YaCTKOBOI KOMIIpOMETAIlli CTaHy.

e [‘eHeparis BuxigHux naHux (Generate) — e nporec GopmMyBaHHS BUXIIHUX OITIB IUISIXOM
KpUINTOrpadgiqyHOro MePeTBOPEHH MOTOYHOro cTany renepartopa. s CTR DRBG e BinOyBaeTbes
yepe3 OsouHe mudpyBaHHs JidmibHEKa V mia kmodeM Key y pexumi miumnpHuka (CTR) Output;
= Ex(V +i). Ilicnsa 3aBepiieHHs] reHepallii BUKOHYETbCS OHOBIEHHs mapamerpiB K Tta V, mo
3arnobirae MOBTOPHOMY BUKOPHCTAHHIO CTaHy Ta MIATPUMYE KpUNTorpadiuHy CTiHKICTh TeHepaTopa.

Kpunrorpadiuno criiikuit DRBG noBuHeH 3a/10BOJIbHATH BIACTUBOCTAM Oe3mneku [8]:

e Criiikicte a0 mnependaueHHs (prediction resistance) — KOMIIpoOMETaIlisl TOTOYHOTO
BHYTPIIIHBOTO CTaHy HE MOBHUHHA JaBaTH 3MOTY NepeAdaynTH MaiiOyTHI BUXiIHI OITH.

e (CrilikicTh /10 BITHOBJICHHS onepeHix BuxoiB (backtracking resistance) — kommpomeraiis
MMOTOYHOT'O CTaHy He JI03BOJISIE BIIHOBUTH JIaH1, 3r€HEPOBaH1 paHillle.

e CriliKicTh 70 NpPOAOBXKEHHS KOMIpOMETalii craHy (state compromise extension
resistance) — BJIacTHBICTB, 3a SIKOT KOMITPOMETAIlisi BHYTPILIHBOTO CTaHy reHepaTropa He BIUIUBA€E Ha
MOJIAJIBIII1 BUX1/IHI JJaH1: MiCJIsi BUKOHAHHS OHOBJIEHHS CTaHy I'eéHepaTopa HOBI BUX1HI MOCIiOBHOCTI
3aJIMIIAIOTHCS. KpUNTOrpadiuHo He3aJIeKHUMHU BiJ| OTIEpPETHIX.
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Oyinka NOKA3HUKI6 — 0OUUCTIOBANLHOI  WUOKOOII ma  Kpunmoepagiunoi  cmitikocmi
Kpunmonpumimueie peanizosanux ¢ cmpykmypax DRBG

Peanizanii CTR-DRBG Biapi3HAIOTECS BHOOPOM CHUMETPHYHOTO OJIOYHOrO MMHUQPY, SKUHA
BU3HAYa€ K PIBEHb CTIMKOCTI, TaK 1 eKCIUTyaTalilHI XapaKTEPUCTHKH (IIBUIKOJII0, MOKIHMBICTh
napajebHOi 00pOOKH TOIIO0). Y BOMY PO3/IiTi CHCTEMAaTH30BAHO BIIACTHBOCTI peasi3alliii Ha OCHOBI
DES, 3DES Ta AES y konrekcti Bumor NIST SP 800-90A Rev.l [8] i1 cymyTHIX
pekomenanii [14; 15].

BBenemo moka3zHUKM ISl OI[IHKH O0YHCITIOBAIBHOI IIBUAKOIT Ta KpUnTorpadiyHoi cTifikocTi
DRBG:

e Cycles per byte (cpb) — me ogunMIS BUMIPY CKIQJHOCTI, SKa MOKa3y€, CKUIbKHA TaKTiB
IpoLecCOp B CEPEeIHbOMY BHUTpayae Ha OOpoOKy oaHoro Oaita maHux. [lns Ouibin Kparmoro
CHOPUMHATTA TMepeBard B IIBUAKOJI alrOpUTMy Ta THOPIBHAJIBHOTO aHali3y HIpPOAYKTHBHOCTI
aNropuTMiB Oy/IeMO BUKOPHUCTOBYBAaTU 00epHEHY BenuuuHy (1/cpb).

e Cycles per block — 1ie oquHuMIS BUMIpY CKITaIHOCTI, SIKa TIOKA3ye€, CKUTBKH TaKTiB MPOLIECOP
B CEpeHLOMY BUTpauae Ha 00poOKy OAHOTO OJIOKY JTaHUX.

e KpunrorpagiuyHa CTiMKICTh (security strength) — HMOBIpHICTb BH3HAUEHHS 3aKOHY
¢dopmyBanns [IBII (To6T0 nporuo3yBanHs Oyab-skux 01TiB [IBII 6e3 3HaHHS ceKpeTHOro napameTpa
seed) 3a paxyHOK BH3HAYECHHS CEKPETHHUX TIapaMeTpiB TeHepatopa abo 3iamy mmmdpy.
Kpunrorpadgiuny cTifiKicTh NPUITHATO MOEHYBATH TaKOXK 3 00CATOM OOUMCIIOBAIBLHUX BUTPAT, SIK1
HEOOX1/THO BUTPATUTH JJIs 31aMy KpUNTOrpadivyHOro NepeTBOPEHHS, Ha OCHOBI SIKOr0 OOy 10BaHUI
redepatop [IBII. 3rigno 3 [8], HeoOxiaHMil 00’eM poOOTH A BIATBOPEHHS 3aKOHY (POopMyBaHHS
IIBIT 3 nopxkunOI BXigHoro seed 112, 128, 192, 256 6it ckmame 22,2192, 2256 onepariit
BIAMOB1THO. € MOBeCHA Ta O0UYHCIIOBATIbHA KPUITOCTIMKICTb.

[Tix yac MOpIBHSHHS KpUNTOTPAPIYHUX aITOPUTMIB YaCTO BUKOPUCTOBYIOTH iX 3JaTHICTH 0
po3mapaientoBaHHs, TOOTO MOXJIUBICTh OJHOYACHOTO OIpAIOBaHHS ICKITBKOX OJIOKIB JaHUX
ITOPUTMY SIK OKPEMHX IMOTOKIB JaHUX, IO Ja€ MOXJIMBICTH OTPUMYBATH IepeBary Haj 1HIIUMU
QITOPUTMaMH B IIBUIKOII.

VY rtabmumi 1 HaBemeno mopiBHAHHS npoaykTuBHOCTI CTR-DRBG 13 pisHuMu OGnouyHuMH
muppamu. Ilokazauk cycles per byte (cpb) BUKOpPHCTOBYEThCS SK yMOBHA Mipa IIBHUIKOAII Ha
apxiTeKkTypi x86-64.

Tabnuys 1
[Topisusaass CTR-DRBG Ha pizHux anroputMax mudpyBaHHS
Orminka e

broxk Cycles / byte Cycles / .. | Kpumrrocriiikicts
Amroputv | ooy | Paynm (cpb) block m?f,ﬂgﬁ?“ (2exp)
AES -128 128 10 12-15 ~1500-1900 0.08-0.066 ~ 2128
AES-192 128 12 15-18 ~1900-2300 | 0.066-0.055 ~ 2192
AES-256 128 14 18-22 ~2300-2800 | 0.055-0.045 ~ 2256
AES-NI 128 10 1.0-15 ~150-200 ~ 1 ~ 2128
DES 64 16 70-90 ~560-720 0.014-0.011 ~ 256
TDES 64 48 200-250 ~1600-2000 | 0.005-0.004 ~ 2112
ECP-256 | 240 | 2 omepauii | ~5000-6000 | ~1.2 x 106 ~00'000000127‘ ~ 2128
] .| ~10000- N s | ~0.00008— o

EC P-384 368 2 omepauii 12 000 2.8 %10 0.0001 = 2

IHpumimxka. [ns Dual EC_DRBG rooicna imepayis 6uKonye 08i eninmuyHi onepayii MHOJMCEeHHs. MO4KU
Hao bazosumu mouxamu P ma Q.
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Sx BugHO 3 Tabmuii 1, AES 3anumiaeTscs HalOUTBII ePEeKTHBHUM BapiaHTOM JUTsl TOOYI0BU
CTR-DRBG. V cyuacHux mpouecopax migrpumka iHcTpykmiii AES-NI 3HmKye yac reneparii 10
1-1.5 nukiiB Ha GaiiT, o poduts CTR-DRBG onHMM 13 HAMIIBUIIIUX TEHEPATOPIB B CBOEMY KJIaCi,
AKuii 3a0e3nedye KpunrorpadiuHy cTiiikicTs BU3HaueHy crapaaprom NIST. Aje ciin 3ayBaKuTH,
0 3 TEOPETHUYHOI TOYKM 30py II€H KiIac HE BOJIOJIE€ JOKA30BOKO CTIMKICTIO, a Ma€ JIHIIe
obuncimoBaNbHy CcTilKicTh. JloBeneHHs kpunrorpadiunoi criiikocti reHepatopie CTR-DRBG
0a3zyeTbes Ha 3BezeHi 3anadi 3mamy DRBG 1o 3amauqi 3mamy 010KOBOTO IMIUPY, SIKUI B CBOIO Yepry
OIIHIOETHCS TECTYBAHHSAM CTATUCTHYHUX BIACTHBOCTEH, a HI MaTEeMaTUYHUM JIOBEACHHSM TPaHUIlh
po3noniny. B JOBrocTpoKoBOi MEpPCHEKTHBI 1€ O3HAYa€, MO Y pasi 3HWKCHHS CTIHKOCTI IBOTO
mudpy abo MosiBi HOBOTO METOIy KPHUIITOAHANI3Y Iif] 3arpo3y MiANaaaloTh BCi 0Oy 10BaHI Ha HOTro
OCHOB1 KpUOTOANTOPUTMU. JJIT YCYHEHHS IIbOTO HEOJIKYy BUHHUKAE MOTpeda B poO3poOIli HOBOTO
KpUIITOTIPUMITHUBY, SK 1Ie Oyso B cuTyauii 3 anroputmom DES. B anroputmi AES, Ha BiaMiHy Bif
DES, po3poOHuky Bxke HamMaraiaucs Jesiki IEpeTBOPEHHS 3p0OUTH JOKAa30BO CTIHKUMU.

V¥ 38 s13ky 3 1tum, B NIST SP 800-90A Gyna 3po6ieHa cripoda OTpruMaTH I0Ka30BO CTIMKY CXeMy
redepaii [IBI] Ha ocHOB1 mepeTBOpEHb B rpyIi TOYOK EIINTHYHOT KPUBOI, JJIS SIKO1, HAXKaJIb, 3 4aCOM
Oynu 3HailneHi Henoiiku [12]. BpaxoByroum, Lo mpolec 3HAXO/KEHHS Ypa3iMBOCTEH B
MaTeMaTUYHUX KOHCTPYKIIISIX € MOBUILHUM, 1HOI 1i€ 3aliMa€e pOKH, Ha MPaKTHUL JUIsl ONEepPaTUBHOI
OLIIHKK YypaziuBocteld anroputMiB DRBG BukopucToByOTH OIHY 3 METOAMK TECTyBaHHS
CTaTHCTUYHUX BiacTuBocTed (crarmctuunoi O0e3mekn): DIEHARD, CRYPT-S, RIPE, NIST STS.
Sk mpaBumII0, epeBara BiJIaeThesl cTanaapTu3oBaniii Mmeromuii NIST STS [13-14].

Ouinka cmamucmuunux enacmueocmeit DRBG naxemom NIST Statistical Test Suite v2.1.2

OmuiHfOBaHHS  CTaTUCTHYHUX  BIACTMBOCTEW  TICEBJOBHIIAIKOBHX  IOCIIJIOBHOCTEH,
3reHepoBaHux reHepatopamu DRBG, Bukonano 3a nonomororo nmakera NIST Statistical Test Suite
v2.1.2, axuii peanizye 15 6a30BUX CTaTUCTUYHUX TECTiB, BU3HaYeHHX crangaptom NIST SP 800-22.
J171s1 KOXKHOTO anropuTMy OyJsio 3reHepoano 100 He3anexkHUX O1HAPHHUX MOCTIAOBHOCTEH TOBKUHOIO
1 000 000 6it. ITepeBipky mpoBoawM TIpH piBHI 3HauymocTi ¢ = 0.01. Bixnmosinuo mo sumor NIST,
MiHIMaJIBHUH PIBEHb MPOXOKCHHS TECTIB CTAHOBUTH HE MeHIe 96 % Juisi OCHOBHHMX TECTIB 1 BiJl
49 % 1o 69 % mis tectiB Random Excursions Ta Random Excursions Variant, 3a1eKH0 BiI KUILKOCT1
JOCTYITHUX TpaekTopiii. KojkHa 3reHepoBaHa MOCIiIOBHICTD OIlIHIOBAJIACS 3a KpUTEpieM p-value, 1o
J03BOJISIE  BU3HAYUTH CTATUCTUYHY BIAMOBIAHICTH PO3MOMLIY OITIB TiMOTE31 CHpaBXHBOT
BUnaakoBocTi. [IpoxomkeHHs Tecty (ikcyBamocs 3a ymMoBU p-value > a, mo CBig4uTh MHpO
BIICYTHICTh CTATUCTUYHO 3HAYYIIUX BIIXHJICHD BiJl pIBHOMIPHOTO PO3MOALTY.

Ha niarpamax (puc. 1-10) mo ropusonTanbHii oci mogaHo iHgekcu tectiB (Test Index), a mo
BEPTUKAJIBHIN — KUIBKICTh TOCIIJOBHOCTEH, IO yCHINIHO MpoWnuiu TtectyBaHHs (Proportion of
Passing Sequences).

ExcniepuMmenTasIbHI TOCIIKEHHS TPOBOIMIINCS Ha arapaTHii atdopmi Apple MacBook Pro
(16-inch, 2021) 3 TakuMu mapaMeTpaMu:

e tporuecop: Apple M1 Pro;

® ornepaTvBHa ram sTh: 16 I'b;

e ornepamiitna cucrema: macOS Tahoe Bepcii 26.1.

CymapHuii Ta cepe/iHiii yac reHepaiii Juisi KOKHOro reHepaTopa HaBeIeHO B Ta0muii 2.

Tabauys 2
UYac renepailii ceBJOBHUIIAIKOBUX MOCHIITOBHOCTEH A8 pizHUX peanizanii DRBG-anroputmis
Tereparap 3arajabHul qac reHepavui'l' Cepenniit qac reHepaui’l’
100 mocnigoBHOCTEN 1 mociigoBHOCTI
CTR_DRBG (DES) 13.837 ¢ 0.138 ¢
CTR_DRBG (TDES) 40.304 ¢ 0.403 ¢
CTR_DRBG (AES-256) 5227 ¢ 0.052 ¢
HASH DRBG (SHA-1) 0.596 ¢ 0.006 ¢
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3aranbpbHUN Yac reHeparii Cepenniii yac reHeparii
Teneparop 100 mocaitoBHOCTEM 1 mociigoBHOCTI
HASH_DRBG (SHA-256) 0.384 ¢ 0.004 c
HASH_DRBG (SHA-512) 0.227 ¢ 0.002 ¢
HMAC_DRBG (SHA-1) 2.827 ¢ 0.028 ¢
HMAC_DRBG (SHA-256) 1.712 ¢ 0.017 ¢
HMAC_DRBG (SHA-512) 0.932 ¢ 0.009 ¢
Dual EC_DRBG (P-256) 20xB 36 ¢ 12.37 ¢
Dual EC_DRBG (P-384) 35xB2¢c 21.02 ¢

Otpumani pesynerati cBiguath, mo Dual EC DRBG xapakrepu3yerscsi HaiOLIBIIOI0
00YMCITIOBATILHOO CKJIA/IHICTIO uepe3 eninTuyHi onepauii, Toai sk HASH DRBG na ocnoi SHAS12
nemoHcTpye HaiBunly umBHAkogiro. CTR-DRBG (AES256) ta HMAC-DRBG (SHAZ256)
3a0e3MeuyloTh ONTHUMaJIbHUN OanaHc MIX MPOTYKTHBHICTIO Ta KPUOTOrpa(iuHOIO CTIMKICTIO, IO
POOUTH 1X TOLUIBHUMU JJISl IPAKTUYHOTO 3aCTOCYBAHHS Y CyYaCHUX O€3MEKOBUX CUCTEMAX.

Jlj1s OLIHKM MPOJTyKTUBHOCTI FeHepallii MCeBI0OBUMAIKOBUX MOCIIOBHOCTEHN OyJ10 IPOBEAEHO
MOPIBHSUIBHUN aHaNi3 pi3HUX peanizauiil anroputMmiB DRBG. BuMiproBaHHS BHUKOHyBaiMcs Ha
64-0iTHIi apXiTEKTypi 3 BUKOPUCTAHHSIM METpUKH cycles per byte (cpb), mo 103BONMMIO KUTBKICHO
OLIIHUTH OOYMCIIOBAJIbHI BHUTPATH KOXKHOTO ajiroputMy. Y TaOmuIli 3 HaBEACHO IOKa3HUKHU
mBuakonii. Jlani  go3BoisAtoTh  mopiBHATH — edekTuBHIcTh  cumerpuuyHux (CTR _DRBG,
HASH DRBG, HMAC DRBGQG) ta exintuunux (Dual EC DRBG) nigxonis.

Tabnuys 3
O1iHKa TPOJYKTUBHOCTI T€HEPATOPIB MCeBAOBUNIAIKOBHX TTociigoBHOcTel (DRBG)
I"enepaTop Cycles / byte (cpb) Orrirka mBuakomii (1/cpb)

CTR _DRBG (DES) 70-90 0.014-0.011
CTR_DRBG (TDES) 200-250 0.005-0.004
CTR_DRBG (AES-256) 18-22 0.055-0.045
HASH_DRBG (SHA-1) ~22-28 ~0.045-0.036
HASH_DRBG (SHA-256) ~12-16 ~0.083-0.063
HASH DRBG (SHA-512) ~9-11 ~0.11-0.09
HMAC_DRBG (SHA-1) ~80-100 ~0.012-0.010
HMAC_DRBG (SHA-256) ~60-70 ~0.017-0.014
HMAC_DRBG (SHA-512) ~45 55 ~0.022-0.018
Dual_EC_DRBG (P-256) 5 000-6 000 0.00020-0.00017
Dual_EC_DRBG (P-384) 10 000-12 000 0.00010-0.00008

3a TaHMMU [TPOBEACHOr0 aHaji3y 0aunMo, 1110 FeHEPATOPU HAa OCHOB1 CUMETPUYHUX AJITOPUTMIB
MaroTh 3HAYHO BHIIY MIBUAKOIIO 3aBISKA MEHIIIA OOYMCHIOBaNbHIN ckiaaHocTi. HatomicTs,
peanizauii Dual EC DRBG Ha eninTu4HUX KpUBHX, 3a0€3M€UYIOTh BHUIY KPUNTOCTIHKICTh, IPOTE
MaloTh HaWMEHI'y IPOAYKTUBHICTb Yepe3 CKIAHICTh olepalii MHOXKEHHS TOYOK Ha KpUBIH.

Pesynemamu mecmysannus CTR_DRBG

Pe3ynbraT MpoBEAEHOr0 CTATUCTUYHOIO TECTyBaHHA IokKa3zanu, mo reHepatop CTR-DRBG
Ha ocHoBi DES ycnimno mpoiimos yci 6a3oBi Tectu nakera NIST STS, a p-3nauenns nepedyBanu B
mexax 0.05-0.96.

Hesnaune 3HmwkeHHs croctepiranmocst numie B TecTi Non-Overlapping Template, mpote
MIPONOPIIisl MPOXOJPKEHHS 3auIIaiacs B Mexax HopMu. Lle miaTBepaKye KOPEeKTHICTh (POpMYBaHHS
MOCTIIOBHOCTEH, OJTHaK uepe3 oOMexxeHy MOBXKHUHY kitoya (56 6it) anroputMm DES He Bignosinae
Cy4aCHUM BHUMOIraM KpHUNTOrpaiyHOi CTIMKOCTI 1 MOXKE€ BHKOPHCTOBYBATUCH JIMILIE JUIS
JEeMOHCTpaLIMHUX LITeH, 0 MIATBEPAXKY€E HETOCKOHAIICTh LIbOTO aJTOPUTMY.
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Puc. 1. Pesynpraru craructauHoro oninroBanHs reaepatopa CTR_DRBG (na ocHosi DES)
3a orromoroto NIST Statistical Test Suite v2.1.2

TecryBanns CTR-DRBG, peanizoBanoro 3 Bukopucranusm Triple DES (TDES), nokasano
piBHOMIpHHIA po3noin p-3HadeHb y Mexkax 0.1-0.95. Tectn Frequency, Runs, Cumulative Sums i
FFT s3acBimurumm crabineHIiCTh, a migd Random Excursions ta Random Excursions Variant
3a¢ikcoBaHO TIPOXOKeHHS TmoHan 70 3 73 TOCHIIOBHOCTEH, IO TMEPEBHINYE MIiHIMAIBHO
nonyctTuMuii opir. ['eHepaTop popmMye CTaTUCTUYHO SKICHI TIOCTIA0OBHOCTI, OJTHAK IOCTYTA€EThCA 32
HIBUKOJIIEIO yepe3 noTpiiiHe mudpyBanHs 1 Mae cxoxi Ha DES Henoniku moao kpunrorpadiynoi
CTIMKOCTI.

101

1.00 4 o 00 @ o@ee o @ @ 0 GP@ o0 oar e00 oe oeG® O® @ 0 ©° oW G G W@

0.99 4 00 (DO O®O GDG G oW o oO® o @eo oo OoGRGED © OO oMo o an

0.98 (2] @o © e o oo o0 ® e @@ e o@e Q@ @ e 00 ™o @ o

0.97 4 L] o® ] [} ] ]

Properticn of Passing Sequences

0.96

0.95

0 25 50 75 100 125 150 175
Test Index

Puc. 2. PesynpraTtn ctaructuunoro omintoBanHs reaepatopa CTR _DRBG (na ocHoBi TDES)
3a noriomororo NIST Statistical Test Suite v2.1.2

IlepeBaroro € migsuieHa criiikicte (& 2''?), 3a paxyHOK mile 30UIbIIEHHS JOBKHHH
KJIFOYOBO{ MOCIiJOBHOCTI, @ HEI0JIIKOM — 3HM)KEHHSI IIBUAKOAIT uepe3 noTpiiHe mupyBaHHs.

CTR-DRBG, no6ynoBanuii Ha ocHOBI AES-256, mpoaeMoHCTpyBaB HalKpallli pe3yibTaTH
cepen ycix peanizamiil. Yci cratuctuydi Tectu mpoiigeHo 31 100 % ycmimHicTIO, P-3HAYESHHS
piBHOMIpHO posnoaineHi B Mmexax 0.17-0.97. Tectu Approximate Entropy, Serial i Linear
Complexity He BUSBHIM BiIXWIE€Hb, IO MiATBEPHKYE BHCOKY EHTPOIIO W OJHOPIIHICTH

3reHepoBaHUX mociigoBHocTeil. Lle BiamoBimae Bumoram crangaptie NIST SP 800-22 Ta
NIST SP 800-90A Rev. 1.
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Puc. 3. Pesynbraru craructauHoro oninroBanHs reaepatopa CTR_DRBG (Ha ocHoBi AES)
3a goniomoroto NIST Statistical Test Suite v2.1.2

Anroputm 3ale3neyye MakCHUMajbHY €HTPOIiI0, PIBHOMIPHICTh BUXIIHUX JAAHUX 1 HalBHUILY
kpunrorpadiuny cTiikicts (~225),

Y3araJibHEHi pe3ybTaTh CBiT4aTh, Mo BCi gocmimkyBani peanizanii CTR-DRBG — Ha ocHOBI
DES, TDES ta AES — ¢opmMyroTh CTaTUCTHYHO BHUIAAKOBI MOCIIJIOBHOCTI, $IKI BIANOBIJAIOThH
kputepism NIST SP 800-22. Haiikpami mnokasauku mpoaemorctpyBaB CTR-DRBG(AES) 3i
craugapty NIST SP 800-90A Rev. 1, sikuii moeqHy€e BUCOKY IIBHUIKOAII0, MAKCUMAIIBHY €HTPOIIIO
Ta KpunTorpadiyHy CTIHKICTh, TOI K pearnizamii Ha 6a31 DES 1 TDES € menm epekTuBHUMHE Ta HE
BI/IMOB1/IaI0Th CyYaCHUM BUMOTaM MPAKTUYHO1T OC3MEKH.

Pesynomamu mecmysanns HASH DRBG

Pe3ynpTat cTaTUCTHYHOrO TecTyBaHHA Tokasanu, wmo reHeparop HASH DRBG,
peanizoBannii Ha ocHOBI SHA-1, dhopMye MOCIITOBHOCTI 3 PIBHOMIPHUM PO3MOJIIJIOM P-3HAYCHb 1
BHCOKOIO TIPOIOPIIiEI0 TMPOXO/pkeHHs O0a3oBux TecTiB maketa NIST STS. Ile miarBepmxye
BIICYTHICTb CTATUCTUYHO 3HAYYIIUX BIIXWJICHb Ta BUMAJAKOBICTh 3r€HEPOBAHUX JIaHUX (puc. 4).
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Puc. 4. Pesynpratu craructuuHoro onintoBanHs reaeparopa HASH DRBG (na ocHoBi SHAL)
3a nornomororo NIST Statistical Test Suite v2.1.2
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Anroputm 3a6e3neuye, B MIJIOMY, 33J10BUTbHI CTATHCTUYHI BIACTUBOCTI, OJJHAK BUKOPHCTAHHS
SHA1 na croroani He 3a0e3meuye T0CTaTHIN piBEHb CTIMKOCTI 10 KOMi3iil rem-(yHKIii, B 3B’ 3Ky 3

YUM PEKOMEHI0BAHO J0 BUKOPHCTAaHHS alropuT™Mu He ripime 3a SHA256.

TecryBanus HASH DRBG na ocroBi SHA-256 nokasano piBHOMipHUIE pO3MOALT p-3HAYEHb i
MIPOIIOPIIIF0 MPOXO/DKCHHSI, 10 BiamoBigae BuMoram crtanmapty NIST SP 800-22. Vci Tectm
OTpPUMAJIHM 33J0BLIbHI CTaTHCTUYHI BJIACTHBOCTI 0€3 BIAXWJIEHB, IO CBIAYUTH IPO NPUAATHICTH
AITOPUTMY JUIS IPAKTUYHOTO BUKOPUCTAHHS Y KpUNTOrpadiqyHuX cucTemax (puc. 5).

[lepeBaru — qocTaTHs CTaTUCTHYHA Oe3MeKa reHepaTopa, JOCTaTHs KpunrorpadivyHa CTiiKICTh

0e3 SIBHUX HEJOJIKIB.
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Puc. 5. Pesynpratu cratuctuanoro omidioBanHsa reHepatopa HASH DRBG (ma ocaoBi SHA256)

3a nornomororo NIST Statistical Test Suite v2.1.2

st HASH _DRBG nHa ocHoBi SHAS12 oTprmMaHO HaWBUIIIN pPiBEHb CTATUCTUYHOI OE3MEKH
cepell yCix MpOTEeCTOBAHMX peai3alliii: P-3HadeHHs PO3MOAUICHI PIBHOMIPHO B MEXaX JTOMYCTUMHUX
3HA4YEHb, @ YAaCTKa YCIIIIHOTO MPOXO/PKEHHSI TECTIB TepeBHUIlye MiHiMabHI moporu (0.96 mis
100 3pa3kiB 1 0.49 nmna 52 3paskiB). lle migTBepKye TMOBHY BiAMOBIAHICTH IMOCTIAOBHOCTEH

KpUTEPIsIM BUIIAKOBOCTI Ta HemiependauyBaHoCTi (puc. 6).

AJNTOPUTM JIEMOHCTPYE MaKCUMAJIbHY CTaTHCTHYHY O€3MeKy 1 KpunTorpadiuyHy CTIHKICTB,

MPOTE MAE ITIBUINCHI O0UYHUCITIOBAIBHI BUTpATH MopiBHIHO 3 SHA256.
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Puc. 6. Pesynpraru craructuuHoro oninroBanHs reaepatopa HASH DRBG (na ocnoBi SHAS12)

3a gormomororo NIST Statistical Test Suite v2.1.2.
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VY3arajapHIOIOUN pe3ysIbTaTH, HABEJACHI HA pUCYHKaxX 4—6, MOXHA 3pOOMTH BHCHOBOK, IIIO BCI
npotecroBani peanizanii HASH DRBG 3a0e3nedyioTh CTaTHCTUYHO BHIIAQJKOBI, PIBHOMIpHI Ta
HernependoavyBaHi OCTiAOBHOCTI, siKi BinmoBixaoTh BuMmoram crangaptis NIST SP 800-22 ta NIST
SP 800-90A Rev. 1. Haiikpamuii 0anaHc MK IIBUAKOAIEIO0 Ta PiBHEM CTIMKOCTI IPOJIEMOHCTPYBaB
HASH_DRBG(SHA-256), Toxi sik SHA-512 xapakTepu3y€eThcsi MAKCHMAJIBHOO CTilKicTiO, a SHA1
MOCTYTIAETHCS Yepe3 3aCTapUINA aITOPUTM TeIIyBaHHS.

Pesynemamu mecmysanus HMAC DRBG

PesynbraTé y3araJbHEHOTO TECTyBaHHS IIOKAa3aHO Ha PHCYHKY 7, A€ TOAAHO TEPEeBIpKY
PIBHOMIPHOCTI p-3HA4€Hb Ta YAaCTKU MOCIIJOBHOCTEH, IO YCHIIIHO MPOWILIM KOKEH 13 TECTiB.
OTtpuMaHi 3HaYEHHS PO3MOJIIJICHI B MeXaX AOMycTUMOTO iHTepBaiy [0;1] 6e3 03HaK cHCTEeMaTUYHHX
BIJIXWJIEHb, @ MPOMNOPIIT NPOXOIKEHHS NEPEBUILYIOTh MIHIMAJIbHI TOPOTH, BU3HAYEH] METOJUKOIO
NIST STS. Lle cBiauuTh NpO BIACYTHICTh CTATUCTUYHUX aHOMAIH y 3reHepOBaHMX JaHUX.
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Puc. 7. Pesynpratu cratuctuanoro omidoBanHs reHepatropa HMAC DRBG (Ha ocHOBi SHAT)
3a porromororo NIST Statistical Test Suite v2.1.2

OTpuMaHO pIBHOMIPHHA pPO3MOJAUT P-3HAYEHb 1 MOBHE MPOXOKCHHS TECTIB; HEJOJIK —
BUKOpPHCTaHHS 3acTapinoi xem-pyHkiii SHATL.

3rilHO 3 pe3yJbTaTaMH TECTYBaHHsI, NMPEACTABICHUMHU Ha pUCYyHKY &, peamizaris HMAC
DRBG na ocHoBi SHA256 nemMoHCTpye aHAJIOTIYHO BHCOKY CTAaTUCTHYHY SKICTh: P-3HAYCHHS
PIBHOMIPHO PO3MO/IiICH], YCI TECTH MPONACHO YCHIIIHO, a MPOMOPIIii MPOXO/HKECHHSI BIAMOBIIAI0ThH
BumoraM ctannapty NIST SP 800-22. Ile miarBeppKye HaailiHICTh TeHEpallii MCeBAOBUIAIKOBUX
MOCIIJOBHOCTEH JUIsl  KpUNTOrpadiuyHUX CHUCTEM, WI0 NOTPeOyIOTh BHUCOKOI EHTpomii Ta
nependavyyBaHoi CTIHKOCTI.

Anroputm 3abe3neuye BUCOKY EHTPOIIIIO Ta PIBHOMIPHICTh BUXIIHUX JaHUX; PEKOMEHI0BaHUI
JUIS IPAKTUYHOTO 3aCTOCYBaHHSI.

Ha ocHoBi pe3ynbTaTiB, HaBEJCHUX HA PUCYHKaX 7—8, MOKHA 3pOOUTH BUCHOBOK, 1110 OOU/BI
peanizanii HMAC DRBG — na 6a3i SHA-1 ta SHA-256 — hbopMyIOTh CTaTUCTUYHO BUIAAKOBI Ta
PIBHOMIPHO PO3MOIiICH] MOCTiJOBHOCTI, K1 BiJIIOBIAAIOTh KPUTEPISAM BUITAIKOBOCTI, BU3HAYCHUM
crangaptoM NIST SP 800-22. TIpu upomy SHA256 3a6e3neuye BuILly Kpunrorpagiuny CTIMKICTb 1 €
OLIBII JOLIBHUM JJISl CyYaCHUX CHCTEM KpUNTOrpadiuHOro 3aXUcTy iHpopmarii.

Pezynemamu mecmyeanns Dual EC_DRBG

Cratuctnune oriHoBanHs reHepatopa Dual EC DRBG, peanizoBaHOro Ha eTiNTHYHUX
kpuBux P-256 Ta P-384, mokazano BiamoBiaHicTh BuMoram cranmapTy NIST SP 800-22. [Ins
peamizanii Ha kpuBii P-256 yci ocHoBHI Tectu makera NIST STS ycninHo npoiieHo: p-3HauUSHHS
posnoaineHi piBHOMipHO B Mexax 0.004-0.98, a yacTka MpOXOMKEHHs MEPEeBHIIY€E MiHIMAJIbHO
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nomyctumuii mopir (96 % mmnst 100 mocnigoBHOCTe#H). He3nauHi BiIXUICHHS CIIOCTEPIrauch y TECTax
Non-Overlapping Template, oHaK BOHHM He BILITMHYJIHM Ha 3arajibHy OI[IHKY BHIIQJAKOBOCTI (puc. 9).
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Puc. 8. PesynbraTu ctaructiyHOro oiintoBanHs reneparopa HMAC DRBG (uHa ocHori SHA256)
3a goniomoroto NIST Statistical Test Suite v2.1.2
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Puc. 9. PesynbraTn cratuctnyaoro orintoBanHs reaepatopa Dual EC_DRBG (256 6iT)
3a nornomororo NIST Statistical Test Suite v2.1.2

[lepeBaroro reHepaTopa € BHCOKa CTaTUCTHYHA SKICTh Ta BIJICYTHICTh CHUCTEMAaTHYHHX
aHOMaJil, a HeJJOJIKOM — 3HauHa 00YKCIIIOBaIbHA CKIAAHICTh MPOLIECY T'eHepallii.

Jlnst peamizanii Ha KpuBiii P-384 oTpuMaHO aHaJIOriyHO BHCOKI MOKA3HMKH BHIAJIKOBOCTI:
p-3HadYeHHs piIBHOMIpHO po3nojiieHi B Aianazoni 0.004—0.99, yci 6a30Bi TecTu IPORACHO 3 YACTKOIO
yemixy moHan 97 %. [omatkoBi Tectu Random Excursions Tta Random Excursions Variant
MiATBEPIUIH BICYTHICTh CTATUCTUYHO 3HAYYIUX BIAXUJIEHD, 110 3aCBIIYY€ MPaBUIBHICTh pOOOTH
reHeparopa (puc. 10).
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Puc. 10. Pesynbratu cratuctuunoro ouiHtoBanHs reneparopa Dual EC_DRBG (384 6it)
3a nonomoroto NIST Statistical Test Suite v2.1.2

I'enepatop XapakTepu3yeTbCs pIBHOMIPHMM  pO3MOJITIOM, BHCOKOI EHTpPOIIE Ta
CTaOlIBHICTIO PE3yJbTaTiB, OJHAK MAa€ HU3bKY IMIBUJKOMAII0 I 3HAa4YHI 4YacoBlI BUTpaTH uepe3
OOYHMCIIEHHS Ha eMINTUYHAX KPUBUX.

V3aranphioroun, Dual EC DRBG nemoHcTpye HalBuIly CTaTHCTHYHY SIKICTh Cepell
MIPOTECTOBAHUX T€HEPATOPIB, IPOTE MAE HANHIDKYY MPOTYKTUBHICTB, IO 0OMEKY€E HOTO IPaKTHIHE
3aCTOCYBAaHHSI Y BUCOKOIIBUIKICHUX CHCTEMaX.

BucHoBku

TakuMm YMHOM, OIIIHKK CTATUCTUYHOI Oe3MeKku OoTpuMani i Takux reHepatopis [IBIT sk
CTR_DRBG (AES), CTR_DRBG (DES), CTR_DRBG (TDES), HASH_DRBG (SHA256),
HASH_DRBG (SHA384), HASH_DRBG (SHA512), HMAC_DRBG (SHA1), HMAC_DRBG
(SHA-256), Dual EC_DRBG (P-256), Dual EC_DRBG (P-384) noka3anu mepeBary reHepaTopis
[IBI1 Ha OCHOBI MEpPETBOPEHb B TPYIi TOYOK ENINTUYHOI KPHUBOi, a caMe reHepaTop Ha OCHOBI
emntuyaux kKpuBux  Dual EC DRBG (256 6iT) [03BOJIMB OTpHMaTH IICEBIOBUIAIKOBI
nocnigoBHOCTI 97 % sxux nmpounuiy Bei Tectd NIST STS. Onnak 1ieit kinac reHepaTopiB porpae 3a
mBuakosiero kimacy CTR DRBG. Tak, mnsa renepamii 1078 6itiB renepatop Dual EC DRBG
(P-256) Butpauae 49.46 [c], Dual EC DRBG (P-384) — 84.09 [c], mopiBusino 3 CTR DRBG (AES-
256) — 5.227 [c] Ta HASH DRBG (SHA-256) — 0.384 [c] BiamoBiaHo.

Cepen ycix reneparopis I1BII, mo mocmimkyBanucs, HaWKpailiid 3a MBHUIKOJIIEI0 BUSIBUBCS
TiHIAHUN TeHepaTop nceBnoBunanBokux BractuBoctedt PCG 3 mokasznukom 0.25-0.67 [1/cpb] Ta
LFSR 3 moka3znukoMm 0.5 [1/cpb], ane cTiliKicTb IIbOT0 KJIacy T€HepaTopiB HE 33J0BOJIbHSE BUMOTH
crangapry NIST SP 800-90A 1 He Mo)ke BUKOPUCTOBYBATHCS Ui 3aXUCTy KOHQIICHIIHHOT
iHdopmanii. Hailikpamy omiHky oOuuciroBanbHOl mBUAKOAIT TreHepatopiB DRBG B kiaci
redepatopiB CTR_DRBG otpumas reneparop CTR_DRBG(AES128) 3 mokazuukom 0.08—0.066
[1/cpb], ane cnig 3ayBa)kUTH 11010 LIeH TUII T€HEPATOPiB HA OCHOBI 6JI0KOBUX MIU(PIB HE 3a0e3meuye
JIOBeJIeHy KpunTorpadiuHy CTIHKICTb, SK 1€ JO03BOJSIOTH 3POOMTH aIrOPUTMH Ha OCHOBI
¢dakTopu3alii IMUIMX YHUCEN, JUCKPETHOrO Jorapu(pMyBaHHS B MPOCTOMY IIOJ, B TpyIi TOYOK
eJIINTUYHOI KpUBOi 200 B 130TeHIsIX eNNTHYHOI KPHBOI.

Taxum unHOM, Tipouiec BOOpy renepatopiB DRBG st peanbHux kpunrorpadiyHuX 101aTKiB
€ CKJIAaJHUM Ta TMOTpeOyoYMM KOMIUIEKCHOTO TiAXOAy [0 BHOOPY MIDK MAaKCHMAaJbHOIO
KpUNTOTpa(iuHOO CTIMKICTIO Ta MOPIBHSAIBHOIO SKICTIO KPUNTOTpa(iuHUX MOCIYT 32 MPHUYUHOIO
HEBEJIMKOI IIBUKO/I1i KpUNITOIIEPETBOPEHD Ta AKICHUMHU KPUNTOrpadiyHUMU MOCITYTaMy 3 BiTHOCHO
HEBEJIMKUM piBHEM KpunrorpadidHoi criiikocti reneparopis [1BII.
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PimeHHsAM 1pOr0 MPOTHPIYYS € HACTYIHI HAyKOBI JIOCITI/DKEHHS, a came po3poOKa HOBHX
meroniB reHepamii [IBIT cTiikuxX 10 KBaHTOBOrO KPHUMNTOAHAII3y JO TOBHOTO IEpPEeXoay Ha
MIOCTKBAHTOB1 KPUIITOCUCTEMH, SIKi TUIAHYETHCS BIIPOBAKYBATH B PI3HOMAHITHI Cy4acHi TEXHOJIOTI]
Taki AK OJOKYEHH, CMapTMiCTO, CUCTEMH 3 BUKOPUCTAHHSM IITYYHOTO 1HTEJIEKTY Ta 1HII CUCTEMH,
10 MOTPeOYIOTh KOH(DIICHIIIHHOCTI Ta ABTCHTUYHOCTI JaHUX.
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