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®OPMYBAHHS AJIbTEPHATUBHUX CTPATEI'T TECTYBAHHSA
HA MPOHUKHEHHS SERVER-SIDE WEB APPLICATION I3 BPAXYBAHHSM
SMEHITEHHSA HEBU3HAYEHOCTI

Tecmysannss Ha nponuxnenns (Penetration testing) ¢ oonum i3 dicsux axmueHux Memooie 3HUICEHHS PUSUKIE
KOMnpomMemayii cucmemu wiiaxom excniayamayii epaznueocmi ii npoepamuux xomnouwenmis. B Yipaiui nomamms
“mecmyeanisi HA NPOHUKHEHHA GU3HAYEHO 5K NOWLYK MA GUAGNICHHSA NOMEHYIUHOI 8pasiueocmi iHQOPMAayiuHux
(asmomMamu306anux), eneKmMpOHHUX  KOMYHIKAYIUHUX, IHQOPMAYIUHO-KOMYHIKQYIUHUX — CUCMEM,  eleKMPOHHUX
KOMYHIKayiinux mepeosic. Ha cyuacnomy emani po3eumxy npakmuku HOULYKY MA GUAGTIEHHS 6PA3IUGOCTNI CUCTHEMU
(00 ’exma kibepsaxucmy) yei npoyec 6azyemvcs HA yuacmi Qaxisys 3 mecmyeanusi Ha npouukHenns. Tlonao yce 6in
8i0n06idac 3a NpasuibHe GUABICHHS (008e0eHHsl ICHY8AHHS) 6pA3IUSOCMI cucmemu (00’ exma Kibep3axucmy) Ha OCHOBL
BUKOPUCMAHHS CYHACHO20 MINCHAPOOH020 00C8IY OISt 30IUCHEeHHS MAaKoi OISLIbHOCHI.

o posensdy npononyemocs NOCMaHo8Ka HAYKOBO2O 3a80AHHS HA PO3POOKY MEMOOUUH020 anapamy 07 6ubopy
cmpameziii Ol npoyecy mecmysanusi Ha NPOHUKHeHHS. Ha ocHO8i suxopucmanHs 3anponoHO8aH020 MemoOUtHO20
anapamy copmyrb06ano 3a0auy ROWYKY MdA GUSABTEHHS 6PA3IUGOCmI cucmemu (06’ckma Kibepsaxucmy) 3a
MIHIMANOHULL (MPUTHAMHULL) 4aC 30 YMOGU NPUUHAMHOL (MIHIMANLHOL) GEIUYUHU SUMPAT PeCypcié md GUIHAYEHOT
ULMOBIPHOCHI NPABUTILHO20 BUABTEHHS 8DA3IUBOCIE cucmemu (00’ exma Kibep3axucmy).

OnpuntooHIOI0OmMbCst  OCHOBHI  NONIOJCEHHsL  PO3POONEHO20 MemOOUYHO20 anapamy O eupiuleHHs 3adau
Mecmy8anHs, Ha NPOHUKHEHHS. CEMAHMUYHA MEPENCa CIMPYKMYPHO-KA3YATbHUX 8IOHOUEHb MIJIC 3a0a¥amu OOCASHENHS
MAKMuyHUX yinel (maxmuk), o6IpyHmyeanHs Ha ochosi sacmocysanns nioxooie The Cyber Kill Chain, The Unified Kill
Chain, Ethical Hacking Methodology, maxconomiii ATT&CK, CAPEC, CVE, CWE; inmepnpemayis ¢ konmexcmi 102iko-
NCUXONIO2IYHOT CXeMU NpUliHAmms piuleHb;, OpicHmoganull epag) zpag-cxemu Oitl (axieys, mooeib GopMysanHs
MHOJICUHU albmepHamuenux cmpamezitl. Hadaemuvcs 3micmosnuii memoo cmpamezii 0itl ¢axieys 3 mecmysanHs Ha
nponuxHennss Server-Side Web Application cucmemu (06’ckma kibepzaxucmy, 6 npoyeci sko20 30illCHIOEMbCS
Oocsenenns maxkmuunoi yini (maxmuxu) Initial Access na ocnosi supiwenns saoaui Exploit Public-Facing Application.

Knrwowuosi crosa: mecmysanms Ha npoHUKHeHHs, GUOID pilienb, albmepHamueHi cmpamezii Oill.

P. Khusainov, T. Tereshchenko, V. Chereushenko. Formulation of alternative strategies for testing Server-Side
Web Application penetration, taking into account the reduction of uncertainty

Penetration testing is one of the most effective active methods of reducing the risk of system compromise by
exploiting vulnerabilities in its software components. In Ukraine, the concept of “penetration testing” is defined as the
search for and identification of potential vulnerabilities in information (automated), electronic communication,
information and communication systems, and electronic communication networks. At the current stage of development of
the practice of searching for and identifying system vulnerabilities (cyber protection objects), this process is based on the
participation of a penetration testing specialist. Above all, he is responsible for the correct identification (proving the
existence) of system vulnerabilities (cyber protection objects) based on the use of modern international experience for
carrying out such activities.

We propose to consider setting a scientific task to develop a methodological framework for selecting strategies for
the penetration testing process. Based on the use of the proposed methodological apparatus, the task of searching for
and detecting vulnerabilities in a system (cyber protection object) in a minimum (acceptable) amount of time has been
formulated, subject to acceptable (minimum) resource costs and a defined probability of correctly detecting vulnera The
main provisions of the developed methodological apparatus for solving penetration testing tasks are published:
a semantic network of structural-causal relationships between tasks for achieving tactical goals (tactics); justification
based on the application of The Cyber Kill Chain, The Unified Kill Chain, Ethical Hacking Methodology, ATT&CK,
CAPEC, CVE, CWE taxonomies; interpretation in the context of a logical-psychological decision-making scheme; an
oriented graph of a specialist's action scheme; a model for forming a set of alternative strategies. A meaningful method
of a specialist's strategy for testing the penetration of a Server-Side Web Application system (cyber protection object) is
provided, in the process of which the tactical goal (tactics) of Initial Access is achieved based on solving the Exploit
Public-Facing Application task.bilities in the system (cyber protection object).

Keywords: penetration testing, decision selection, alternative action strategies.
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IMocTanoBka 3aBaaHHA. TecTyBaHHS HA MPOHUKHEHHS YOCOOJIOE KOMIUIEKC 3aXOiB OLIIHKH
3aXUIICHOCTI 00’ €KTa Kibep3axucTy Bif Kibep3arpo3, CIpsIMOBaHUM HA TOBEICHHS a00 3amepeucHHs
TBEP/KEHHS TIPO MOXKJIMBICTH KOMITpOMETaIlii cucteMu (00’ekTa Kibep3axmcTy) i3 3aCTOCYBaHHSIM
croco0iB Ta 3aco0iB 3ailicHeHHs Kibeparak [1; 2]. JloCATHEHHS IiJIi TECTYBaHHS Ha MPOHUKHEHHS
yOCOOJTI0€ METOUYHUN Oa3uC s 3MIHCHCHHS:

MOIIYKY Ta BHSBICHHS NOTCHIIMHUX BPa3IUBOCTEH iHGOpMamiiHUX (aBTOMAaTHU30BAHHUX),
CIEKTPOHHUX  KOMYHIKAiMHUX,  1HPOpPMAaliiHO-KOMYHIKAIlifHUX  CHCTEM,  EJIEKTPOHHHX
KOMYHIKaIlIfHUX MepeX Ha OCHOBI IMyOumiyHOi poro3utii [3];

nepeBipkd  €(EeKTUBHOCTI  3IiMICHEHHS 3axomiB  KiOep3axwcTy 00’€kTa  KPUTHYHOI
1H(PACTPYKTYPH Bij] 30BHIIIHBEOTO BTPYYAHHS HE PiJIIIe OJHOTO pa3y Ha pik [4];

MIATBEP/UKEHHS. BIHOBJIEHHSI LITATHOTO (YHKIIOHYBAHHS CHUCTEM/MEpeX  ayauTy Ta
Neperjisily  JISJIbHOCTI, TOB’A3aHOI 13 pearyBaHHAM Ha KiOepiHUUAECHTH/KiOepaTaku 3
BUKOPHUCTAHHIM CHJI Ta 3ac00iB Jleprkcmen3B’a3ky abo 1HIUX cuil Kibep3axucty [5].

JloBelleHHS MOKJIMBOCTI KOMITpoMeTalii cuctemMu (00’ekra Kidep3axucTy) CBIUUTH MpO ii
Bpa3nuBicTh. Bpa3nuBicTh cucremu (00’ekra KiOep3axHMCTy) — BIIACTUBICTH CHCTEMH, 4Yepes
BUKOPHUCTAHHS KO CTBOPIOETHCS 3arpo3a Ajs i Oe3NeKkH, MOpYyIIYyeTbCs CTaIWW, HAaTIMHUN Ta
ITaTHUA  peXUM  (PyHKLIOHYBaHHS  cucteMu (00’ekra  KiOep3axucTy), 3IIHCHIOETHCA
HECaHKI[IOHOBaHE BTPy4aHHs B 1 poOOTy, CTBOPIOEThCSA 3arpo3a Jjsi Oe3nekH (3aXUIEeHOCTI)
€JIEKTPOHHMX 1H(OpMaIIHHUX pecypciB. JJocimiTHUK MOTEHIIMHOT Bpa3nuBOCTI (nani — Jlocmigauk) —
¢i13uuHa abo opuaMYHa ocola, fSKa 3MAIMCHIOE TMOIIYK IOTEHIINMHOI Bpa3IMBOCTI CHCTEMH.
3actocyBaHHs JlOCTIAHUKOM TaKTHK, METO/IIB (cOco0iB, TEXHIK) Ta 3aco01B KidepaTak Ha BIAMIHY
B1J1 ISJTbHOCTI 3JI0BMHCHHUKA (XaKepa, cy0’exTa KibepaTaku) 31HCHIOETHCS 3 JOTPUMAHHIM [IEBHOTO
€THYHOTO KOJIEKCY MpaBWJI, 30KpEMa, BiJIMOBH BiJl HAHECEHHS pealibHOI MIKOJH (Yepe3 MOPYIICHHS
pexuMy (yHKIIOHYBaHHS, 3HUIICHHS, U (pyBaHHs iHPopMaIIii 1 T. 1H.).

Ha miacraBi BUKIIaieHOTO MPOMOHYETHCS 3MICTOBHA ITOCTAHOBKA HAYKOBOI 3a71a4i Ha pO3POOKY
HayKOBO-METOJIMYHOTO anapary BUOOpy ctparerii aiit JlocaiaHuka B IpoI1ieci MonyKy Ta BUSBICHHS
BPa3JIMBOCTI cUCTeMH (00’ €KTa KiOep3axucCTy), ika MOBHHHA 3a0e3MeuyBaTH:

MiHIMaJIbHY a00 IOMyCTHUMY BEJIMUYMHY YaCOBHUX BUTpAT;

JOIYCTUMY a00 MiHIMaJIbHYy BEJIMUUHU BUTPAT PECYPCIiB;

rapaHToBaHy HMOBIPHICTb IPABUJILHOTO BUSIBJICHHS BPa3JIMBOCTI 32 BU3HAYEHUH yac;

MiHIMaJIbHUH BIUIMB HEBU3HAYEHOCTI.

[IpyunHaMyu HEBU3HAYEHOCTI (HEMOBHOTH, HEIOCTaTHOCTI, OOMEXEHOCTI, HETOYHOCTI)
iHdopmartii g BuOopy pimeHHs JlOCTiTHUKOM y TPOIECi MOIIYKY Ta BUSBJICHHS BPa3JIMBOCTI
cucteMu (00’€KkTa KiOEp3axuCTy) MOXKYTh OyTH: HEMOXJIMBICTh TOYHOT'O Mepe0adYeHHs] HACIIIKIB
pillieHb; HEMOXXJIMBICTh NMOBTOPECHHS a00 EKCIEPUMEHTAIbHOI NMEPEeBIPKHU PIllIEHHS;, ocoba, sKa
npuiiMae pilieHHs, HE Ma€ MOXJUBOCTI KOHTPOJIIO BCiX (haKTOpPiB; HASABHICTD MHOXXHHH
aIbTEPHATUBHUX DIllIEeHh Ta HEOOXITHICTH BHOOPY OJHOTO 3 HUX; HHM3bKA SIKICTh IMOYAaTKOBOI
iH(dopMallii MOCTAaHOBKH 3aJayi Ta BUOOPY pillleHHS. AHami3 pe3yJbTaTiB eKCHEPUMEHTATbHUX
BuUnpoOyBaHb IOKa3aB, 110 cTpaTerii misnibHOCTI JlochiaHuKa, SKi CHOPsIMOBaHI Ha BHUSBIICHHS
BpasimBocTi Server-Side Web Application, MaroTs HaliMeHIIIHIi BIUTHB HEBU3HAYEHOCTI.

AHani3 nyouaikaniii. /{1 o3HalioMiIeHHs 3 NpUHIMIAMH OyJ0BU, KaTEropisiMH BPa3IUBOCTI
Server-side Web Application (06’exra kibep3axucty) 3 oninkamu Common Weakness Scoring System
ta Common Vulnerability Scoring System, a Takox i METOIMKOK 3aCTOCYBaHHS KpPHUTEPIiB
3MEHIICHHsT HEBU3HAYEHOCTI NMpU BHOOpP1 BapiaHTy CTpaTerii B Ipoleci MOIIYyKy Ta BUSBJICHHS
Bpa3MUBOCTI cucTeMu (00’ €kTa Kibep3axucTy) 3a BETUYHOIO YaCOBUX BUTPAT HEOOX1THO 3BEPHYTHUCS
no [6—8]. HaykoBo-meTronuuHuil amapar, BUKOPUCTAHUN JUIsI CTBOPEHHS Mojeni (hOpMyBaHHS
MHOXXMHHU albTePHATHBHUX CTpaTeriii mismpbHOCTI JlOCHiHMKA B MpOIleci MOIIYKY Ta BUSBICHHS
Bpa3IMBOCTi cucteMu (00’ ekTa Kibep3axucTty), neranizyerbes B [9; 10].

@opMy.IIOBAHHSI MeTH CTaTTi. MeTOI0 CTaTTi € BUKIAJACHHSA IMOCTAHOBKH Ta HAMPSAMKY
BUpIILIEHHS] HAyKOBOi 3ajaui BUOopy crparerii i JlocnigHuka B mpolieci MOLIYKy Ta BUSBJICHHS
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Bpa3NMUBOCTI cucTeMu (00’€KkTa Kibep3axucTy) Ha OCHOBI MHOXKHMHHU aJbTEPHATUBHUX CTpATETiil 3a
MOKa3HUKaMH BETMYMHH YaCOBUX BUTPAT, BEIMUYMHU BUTPAT PECYPCiB Ta HIMOBIPHOCTI MPaBHILHOTO
BUSIBIICHHS BpPa3JIMBOCTI 3a BH3HAYeHMH yac. LIeHTpaJbHUM €JIEeMEHTOM BHKIQJCHHS €
OOrpyHTYBaHHS MoJieJi (HOpMyBaHHA MHOXHHHU aIbTEPHATUBHUX CTpaTeriil nisutbHOCTI JlocmiHnka
Ha OCHOBI 3B&KEHOT0 MMOBIPHICHO-9aCOBOTO OPIEHOBAHOTO Tpada.

OcHoBHA yacTHHA. BUSBICHHS Bpa3IMBOCTI cucTeMU (00’ €KTa Kibep3axucTy) € pe3yabTaToM
MICUXOJIOTIYHOI misuibHOCTI JlocmimHuka Ta ii rojoBHOW I1um0. [loHATTS “mie” yocoOnroe
ouikyBaHMH (i7eai30BaHUM, YSIBHUN) Pe3ysbTaT MCHXOJOTIYHOI MisTIBHOCTI JIFOJUHU HA TIEBHOMY
iHTepBai yacy. @opMyroBaHHS Tl (TOCTAHOBKA 33/1a4i) € HACIIIKOM IEBHOTO CTUMYJTY 3MIHUTH
MOTOYHY CHUTYAIliI0 Y MOTPiIOHOMY HAIPSIMKY 3 ypaxyBaHHsIM HaOyToro nocsiny. [loctanoBka 3amadi
XapaKTepU3y€eThCsS BUKOPUCTAHHSAM KIIbKICHUX JaHUX (TapaMeTpiB) OUIKYBAHOTO pe3yJbTaTy Ha
BIJIMIHY BiA Ouibll iaeanizoBaHoro (ysiBHOro) c¢opmyitoBanHs wimi. [lix nouarrsam “cutyauis”
PO3TISINAETBCS JACSKAN y3arallbHEHHH CTaH (aKTyallbHUHM ONMHC TOTOYHOI'O CTaHy MpPEeIMETHOI
o0JacTi, BUBHAYEHHUI Ha IEBHOMY YaCOBOMY IHTEpPBaJIl), 0 3MIHIOETHCS 3a PE3YJIbTATOM BUPILICHHS
3ajaui. BupimenHs 3aga4l y 3arajibHOMY BUTJISI € TOCIIIOBHICTIO JiH 1110/10 (POpMyBaHHS BapiaHTIB
piiieHHs1, BUOOpy Ta peasizaiii OAHOIO 3 HUX.

BuOip pilieHHss € NpeporatuBO0 JIIOJUHU 1 MPUHIMIIOBO HE MOXKE€ MAaTh (OpMalIbHOTO
nonanHsa. Ocoba, sika npuiiMae pimeHHs (JlocniaHMK TMOTEHIIIHOI Bpas3iUBOCTI), KEPYETHCS
MIpKyBaHHSIMU NiependayeHHs, A0CBiy, 1HTYiLIi mpodeciiiHol miAroTOBIEHOCTI Ta KBamidikaiii, a
TaKOX Cy0 €KTUBHMMH YSIBICHHSMH, CyXKEHHAMU, eMollisiMu. [Ipssmuiil un onocepeikoBaHUM BILUIHUB
Ha BUOIp ocoOH, sKa TpHUiIMae pIMICHHS, MOXXE MaTH TICHXOJIOT1YHI BJIACTHUBOCTI, fAKI HE €
BPOJDKEHUMH 1 3 PO3BUTKOM OCOOMCTOCTI 3MIHIOIOTHCS ((DOPMYIOTHCS) 3aI€KHO BiJl KOHKPETHHUX
CYCIJIbHO-ICTOPUYHUX YMOB: CBITOIJISIIy (CHCTEMa MOTJISIB HA CYCHUIBCTBO Ta MPUPOY SIBHIL);
1HTEpeCiB (CIPSMOBAHICTh Ha MIEBHI MPEMETH Ta SIBUIIA); 310HOCTEH (1HAUBITyaJIbHI OCOOTMBOCTI —
YMOBH yCHIITHOT'O BUKOHAHHS SIKO1-HEOY/Ib OJIHI€T a00 KUTHKOX BHIIB JISUTBHOCTI); TEMIIEPAMEHTY;
XapakTepy; yBaru (CIOpsIMOBAHICTh CBIIOMOCTI Ha TEBHUW TpeaAMeT a00 MisUIbHICTB: CTIHKICTB,
TepEMUKAHHS, PO3MOIiT Ta 00’ €M).

Po3pi3HAIOTH 1Ba MIMPOKKX KJIACH 3a]1a4 BUOOPY pillieHb MPY HETIOBHIH iH(opMmartii mpo 3agaqy
Ta mpoOJieMHy cutyaiito. [lepmmii knac 3agaq BiOMUl K “TIPUAHATTS PillIeHb B yMOBaX PU3UKY”,
Opyruil — “OpUAHATTS PIlIEHh B yMOBaX HeBW3HadeHocTi”. HemoBHoTa iHopMarii ayis BHOOPY
pillIeHHsS B yMOBaxX PU3MUKYy TMependadae icHyBaHHS (PYHKIIH pO3MOiTy WMOBIPHOCTEH sl BCIX
JOCITIKYBAaHUX BEJIMYMH, B YMOBaX HEBU3HAYCHOCTI — PYHKIIIT pO3MOIiTy HEB1IOMI a00 HE MOXYTh
OyTu Bu3HaueHi. Ha mpakTuili HEBM3HAUYEHICTh HE O3HAYa€ MOBHOI BiICYTHOCTI iHdopMarii mpo
3amauy. MoxyTh OyTH BioMa JesKa KiHIIeBa KIJIbKICTh 3HA4eHb KOXKHOI BEIIMYMHH, ajie 0e3
BIAMOBITHUX (DYHKIIIHM pO3MOiTy HMOBIpHOCTEH.

Eramn peamizartii pirneHHs noysirac y BAKOHaHHI OTIepallii 3a IjIaHoM 00paHoi cTpaTerii Al Ha
eTami BUOOpPY pillleHHS JOCSATHEHHs WMl (BUpilleHHs 3amgadi). Peamizaris pimieHHs 3a3BUYail
3MIIHCHIOETHCS B YMOBAaX MOJIMBOTO MPOSBY BHYTPIIIHIX Ta 30BHIIIHIX AecTabuIi3ytouux (akTopis,
10 BUKJIMKA€E MEBHY HEBIINOBIIHICT (DAaKTUUHOIO pe3yjbTaTy OuiKyBaHOMY. Bu3HaueHHs Takoi
HEBI1JIMOBIAHOCTI, aHAJI3 IPUYMH Ta BUPOOIECHHS peKOMEHAaIlii 11010 11 yCyHeHHsI (3MEHIIIEHHS) Ha
HACTYIHOMY LIMKJIl YIIPaBIiHHS YOCOOIIIOE eTan OLiHIOBAHHS Pe3yJbTaTy (BUPILICHHS 3a/1a4i).

CdopmynoeMo HayKoBY 3ajgauy IOUIYKYy Ta BHsBJIEHHS JlOCHIAHMKOM IOTEHLIHHOI
Bpa3nuBOCTI (00’ekTa Kibep3axucty). Heobxiono IOBECTH ICHYBAaHHS Bpa3MBOCTI (00’€KTa
Kibep3axucTy) 3a HaitmeHty min T abo rpannuny BenuuuHy T < T, cyMapHHMX 4YaCOBUX BUTpaT NpHU
oOMexeHHI Ha BUTpaTy pecypciB C < C, abo iX MiHIMalbHY BelnWuuMHy min C 3a yMOBH, IO
HMOBIPHICTh MPAaBUIBLHOTO BUSBIIEHHS BPa3IMBOCTI cucTeMU (00’ ekTa Kibep3axucTy) Oyae He MEHIIe
neBHoro rpannyHoro 3HaueHHsP (T < T,) = P,.

Bupimenns chopMynpoBaHOI HayKOBOI 3a/1aui MOJIsArae y BUOOpPI TAaKOro BapiaHTa CTpaTerii
nistibHOCTI Jlochmianuka (MOTEeHIIHHOT Bpa3IMBOCTi) B MPOIIEC] MOLIYKY Ta BUABIEHHS MOTEHIIMHOT
Bpa3IMBOCTI (00’€kTa KiOep3axMuCTy) 3 MHOKMHU aIbTEPHATUBHHUX CTpaTerid A, mpu sikomy Oyze
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3abe3neueHo min Trpu oomexenHi C < €, a6o min C npu oomexenusx T < T, i3 3a0e3ne4eHHIM
P(T <T,) = P, Ilin nousarTsiM “ctpareriga Al JocmigHuka” yocOOMIOETbCS OAWH i3 MOXKIIMBHX
BapiaHTIB BUKOHAHHS JlOCTITHUKOM il i71st 3a0€3eueHHs TOCIOBHOCTI OTepaliiid pillieHHs 3a/1a4,
CTIPSIMOBAHMX Ha JOCATHEHHS TOJIOBHOI LTl y (opMi TOBEICHHS BPa3JIMBOCTI cucTeMH (00’ €KTa
KiOep3axucTy) 4epe3 JOCSITHEHHsI CyKYITHOCTI TAKTUYHHX IIiJIeH (TaKTHK).

[oTykHicTh MHOKHHN A BH3HAYaeTHCA MOXKIMBICTIO JlOCHITHUKA 3iIHCHUTH 3aCTOCYBaHHS
BCi€l CyKynmHOCTI KOMOiHAIi TeXHiK (METO/iB, CIOCO0iB) KibepaTak Ui Ofep>KaHHS Pe3yJbTaTiB
(BUpIIIEHHST 3a/a4) JOCATHEHHS TAKTHYHUX IIJIed (TakTWK) 1 JOOBeneHHA (akTy iCHyBaHHS
BPA3JIMBOCTI SK TOJIOBHOTO pE3yJbTAaTy IPOLECY MOMIYKY Ta BHSABICHHS BPA3IMBOCTI CHUCTEMHU
(00’exTa kibep3axucty). MeToauuHuit 6a3uc mpeAMETHOI 00J1acTi (BiIHOMIEHHS MK IIOHATTAMH, 10
YTBOPIOIOTH €/IMHY OCHOBY JUIsl OJJHOMAHITHOTO PO3YMIHHS DILIEHHS 3ajadl), SIKUH 0OyMOBIIIOE
YTBOPEHHSI MHOKMHU aJIbTE€pHAaTUBHUX CTpaTeriit A nisibHOcTi JlocmiiHuKa:

The Cyber Kill Chain — y3aranpHeHa mociioBHA cxema KiOepaTaku CcHpsMOBaHA Ha
HaB’sS3YBaHHS BUKOHAHHS LIKIJJTMBOTO porpaMHoro 3aco0y [11];

The Unified Kill Chain — y3aransHena nociizioBHa cxeMa Kibepataku 3a TphoMa HUKITIYHIMHA
dazamu (In, Through, Out) ii peanizaii [12];

Ethical Hacking Methodology — cxema kiGeparaku 3a metogosnoriero Certified Ethical Hacker
(CEH) [13];

Adversarial Tactics, Techniques & Common Knowledge (ATT&CK) — Taktuku (tactics), TexHik
(techniques) kibeparak Ha cuctemu Enterprise, Industrial Control System, Mobile [14];

Common Attack Pattern Enumerations and Classifications (CAPEC) — cuctema BifiHOIICHB
MOHATh a0CTPAKTHOTO, CTAHAAPTHOTO Ta KOHKPETHO-TEXHOJOTIYHOrO pIBHS JeTami3alii Oomucy
TUTMOBUX (I1a0JIOHHUX) MEXaHI3MiB TEeXHIK (METO/liB, crlocobiB) kibepaTak [15].

[Ipu iepapxidHOMY TMPEACTABICHHI CTPYKTYPHHUX BIAHOIIEHb MIX TOHSTTSIMH yTBOPIOETHCS
JepeBonoiOHuN Tpad, Mpu MEpeKeBOMY MpeacTaBlieHHI — rpad tumy “mepexa”. CTpyKTypHI
BIIHOIIIEHHS TIOHSTHh 3aCTOCOBYIOTHCS JUISI BUSHAUCHHS i€papxiii a00 Mepex MOHATh, Ka3yaabHI —
MPUIMHHO-HACIIIKOBI 3B’ I3KiB (JIAHITIOTIB 3B’ SI3KiB), CEMAHTHYHI — JJIsl BCIX 1HITMX MOYKJTUBUX THITIB
BiHONIEeHb. CeMaHTHYHAa Mepeka € HaWOUThII MOBHOIO MOJCIUII0 TPEACTABICHHS 3HAaHb IPO
MpeAMETHY 00JIaCTh 3 BUKOPUCTAHHSM PI3HOTUITHUX BiJIHOIICHD.

JiAnpHICTD JIIOMMHUA XapaKTEePU3YEThCSA JepeBoM Iuiei. JlepeBo miyiel € BioOpaKeHHSIM
JICKOMITO3HIIIT TOJIOBHOI I1JII B CHCTEMY YacTKOBHX ITiieil. KopeHeBa BepinHa iepapxigHoro rpada
JIepeBa Il acOIIOETHCS 3 TOJIOBHOKO IULIIO, BY3JIOBI BEPIIUHU — 3 MPOMDKHUMH (4aCTKOBUMH,
TaKTUYHUMHU) IIJIAIMH, KIHIEBI (TepMiHaJIbHI) BEpPUIMHU € BIJIOOP@KEHHSIM TIEPBUHHUX
(ememeHTapHux) Iriei. JIiHIMHO-BIOPSAIKOBaHA TOCTIJOBHICTh il JIIOJWHU CIPsSMOBaHa Ha
JOCSITHEHHS TOJIOBHOT 11111, Oy/1eMO Ha3MBaTH 11 TPAEKTOPIEIO AISUTHHOCTI.

Tpaexropis MiSILHOCTI YTBOPIOETHCS CYKYITHICTIO CTPYKTYPOBAHUX Ka3yalbHHUX BiJHOIIEHB,
10 BM3HAYAIOTh MPOCYBAHHS JI0 TOJOBHOI IIUJII BiJ MEPBUHHUX (€JIEMEHTAapHHUX) 4Yepe3 MPOMIXKHI
(dactkoBi, TakThyHi). TUMOBUM (PparMEeHTOM TpA€EKTOPIi IISIIBHOCTI € YaCTKOBO-BIOPSIKOBaHa
MOCITIIOBHICTh I JOCATHEHHs (TOJIOBHOI, MPOMDKHOI, NMEPBHUHHOI) I 3 JesAKOi (hiKcoBaHOT
MoYaTKoBOI cuTyarii. Taka YacTKOBO-BIOPSIKOBaHA TOCTIAOBHICTh il PO3MOYUHAETHCS Bij
nepeOyBaHHS y BIIOMOMY CTaHI MOYAaTKOBOI CHUTyallii, moAiOHa Ka3yallbHOMY CIICHApil0 Ta MOXe
PO3TIIAIaTHCS Y KOHTEKCTI 3aCTOCYBaHHS CTEPEOTUITHUX 3HAHb.

IIpy BHUKOpPHUCTaHHI Ha CEMAaHTHYHIA MepexXi TIIbKM CTPYKTYpHHUX BIJHOLIEHb BOHA
NIEPETBOPIOETHCA Y MEpexy Kiacudikallii, Ipu BUKOPUCTAHHI TUIbKM Ka3yalbHUX BiJHOIIEHb —
y cueHapiid. Cuenapiii — QopmanizoBaHui ONMUC CTAaHAAPTHOI MOCHIJOBHOCTI B3a€MO3B’s3aHUX
(hakTiB TUTIOBOI CUTYyaIlii MpeAMEeTHIH 00JIacTi, MOCIIIOBHOCTI Aiif a00 MpoIeAyp JOCATHEHHS IIiJIeH,
TOOTO CTEPEOTHNHHUX 3HaHb. Ilil MOHATTSAM “CTEPEOTHNHI 3HAHHS PO3IJIAJAETHCS TAKUN OIMC
cCUTYyallii y mpeIMeTHii o0sacTi y popMi NOCTIIOBHOCTI (paKTiB ONMUCY, IKUH 103BOJIsIE epeadadaTH
Ta B1/IHOBJIIOBATH 3HAYEHHS NpomnyleHnX ¢axTiB. KazyanbHuil crieHapiil € THIIOBOO MOCIIIOBHICTIO
T (mpoueayp), 110 NiAIATrae CTpyKTypH3alii y GopMi Ka3yaJIbHOTO JIAHIIFOJKKA (CLIEHapilo0), B AKOMY
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KO)KHAa YeproBa Jis CTBOPIOE YMOBM Ui 3filicHeHHs HacTynHoi. CueHapiii kimacugikarii
NPU3HAYCHUN Ui CTPYKTYPOBAHOTO BiJOOpaKEHHs pe3yJbTaTiB y3arajlbHEHHS 3HAHb IPO
npeaMmetHy obmacte. g cTpykrypusanii 3HaHB B CIEHapisx Kiacugikamii Halvacrimne
3aCTOCOBYIOTHCSI BITHOLICHHS TUMY “TIPHYMHA — HACHIIOK’, “Uijab — MiAULIG”, “4acTUHA — Iine”,
“3aci0 — pe3ynbratr’, “iHCTpyMeHT — Aist” 1 T.1. [1i MOHATTSIM “y3arajgbHEHHS PO3TIISAA€THCS MPOLIEC
3100yTTSl HOBHMX 3HaHB, SIKI MOSICHIOIOTH 1 KIIACU(IKyIOTh BXKe BioMi (hakTH IpeaMeTHOI 00acTi, a
TAKO’)K MOXYTh TiepeadadyBaTd HOBi. Y3aralbHEHHS Tiependadae 3acTOCYBaHHA MOJIENEH
knacudikamii, QGopMyBaHHS TIOHATh, PO3IMI3HABAHHSA O00pa3iB, BUSABJICHHSI 3aKOHOMIPHOCTEH.
3aTHICTB JIFOIMHY JI0 y3araJlbHEHHS € 0a3MCOM JUIs OJIep>KaHHS HOBUX 3HAHb.

YemimHuM pe3ysibTaToM JI0BeeHHS J{OCTHiTHUKOM iCHYBaHHS BpAa3HMBOCTI € 3IIHCHEHHS
3alyCcKy Ha BUKOHAHHS JE€MOHCTpPAIIMHOI IIKIAIUBOI NporpaMu B OOUKCIIOBAIbHOMY CEpEIOBHILI
OyIb-KOr0 KOMIIOHEHTa (00’ €KTa Ki0ep3aXUCTy) 3 HOBHOBAXXEHHSIMH aBTOPHU30BAHOI0 KOPUCTYBaya
(puc. 1). Ilix noHATTSIM “AeMOHCTpaliiiHa UIKIUIMBA Iporpama’ po3IJIsIaeThCsl CHelliaibHa popma
peastizaliii B IpUHLHKII HIMPOKOTO CEKTpa (PyHKIIOHATIBHUX MOXJIMBOCTEN aOCTPAaKTHOI IIKIJUIUBOI
nporpamu 0e3 IeCTpYKTHBHOI yacTHHU 11 anroputMy (payload).

Kazyanpauit crenapiii momyky Ta BusBICHHS JOCHITHMKOM TOTEHIIMHOI Bpa3IMBOCTI
cucteMu (00’ekTa KiOep3axucTy) posnounHaeTbes (puc. 1, I1) 3 BupimieHHs 3ama4 JOCATHEHHS
tTakTHYHOT 11 (Takthkk) Reconnaissance (3a meroxonoriero ATT&CK). Takrtuuna 1isb
Reconnaissance momsirae B ojepanHi (3100yTTi) JlocmigHukoM sikoMora moBHOI iH(opMartii mpo
cucteMy (00’exkT KiOep3axucTy). 30Kpema, BHU3HAYAETbCS NPHU3HAYEHHS, 3aBIaHHSI, YMOBU Ta
IITaTHUNA pexXuM (PYHKIIOHYBAHHS cUCTEMH (00’ €KTa KiOep3axucTy), CKIaA0BI ii 1HQpacTpyKTypu
(iHTepdeiicu, CTpyKTypa MEPEKHOI0 CEerMEeHTa, CEpBICH, ONepalliiiHi CUCTEMH 1 T.11.).

VYCHilHNM pe3ysibTaToM JOCSITHeHHS TAKTUYHOT 111l Reconnaissance e oxepxanus (3100yTTsI)
JocnimaukoM TOBHOT iH(oOpMalii s BUPIMICHHS 3aJa4 JOCATHEHHS TAKTUYHOI Il (TaKTHUKH)
Resource Development, cipssmoBaHo1 Ha:

BHOIp MeToay (crmocoOy, TEXHIKH) 3aIllyCKy AEMOHCTPAIIMHOI MIKIIJIUBOI MPOrpamMu ILIIXOM
BHpIIIEHHS 3a/1a4 JOCATHEHHs TakTHYHOT i (takTuku) Initial Access;

BpaxyBaHHsS MOXJIMBOCTI BHKOHAHHS JAEMOHCTPAIIMHOI IIKIJUIMBOT TPOrpaMH y CKJIadi
Bpa3JIMBOTO KOMIIOHEHTA cUCTeMH (00’ €kTa Kibep3axucTy) MIJISTXOM BUPIMICHHS 3a/1a4 JOCATHEHHS
TaKTUYHOI 1iji (TakThKK) EXecution;

3a0e3eueHHs JOCTaTHOCTI YMOB JUIsl TEXHIYHOTO €(EeKTy JTOBEACHHS YPa3JIMBOCTI CHUCTEMU
(o0’exTa KiOEp3axMCTy) BHACTIJOK BHUKOHAHHS JEMOHCTPAIIMHOI IIKiUIMBOI MPOrpamMu MIISTXOM
BHpIIIEHHS 3a/1a4 JOCATHEHHS TaKTUYHOI i (TakTuke) Penetration Testing Impact (puc. 1, K).

r--r—-———F—~~>"~"~>"~>""~>">"~""“"""™"™"™™77 1
Reconnaissance ——p Resource —Ll Compromise System
| Development | ' '
. .

Gaining Access =————3 Action on Objects

|
| |
| |
| |
I | . o e L . o
|
|

Puc. 1. CemanTruHa Mepexa CTPYKTYPHO-Ka3yallbHUX BiTHOIIEHB UJIECTIPSIMOBAHO1 AisTbHOCTI JlocmigHmka
B MIPOIIEC] MOMIYKY Ta BUSBIICHHS BPA3IMBOCTI cHCTeMH (00’ €KTa Kibep3axucTy)

Jns  GopMyBaHHS TOBHOIO YSBJICHHS MpO MpeIMETHY 00JacTh CEMaHTH4YHa Mepexa

CTPYKTYPHO-Ka3yaJIbHUX BiI[HOI_HeHB MponucecCy NomyKy Ta BUABJICHHA BpaSHI/IBOCTi CUCTCMH (O6’€KT3.
Ki6ep3&XI/ICTy) JOIIOBHCHA TAKMMH O3HAYCHHAMMU Ta CITIBCTaBJIEHHIMU:
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nouatok (azu Compromise System 3a meromosoriero The Unified Kill Chain ta ¢a3u Gaining
Access, BimmoBigHO, 3a Meromosioricto CEH cmiBBiqHOCHTBCS 3 TMOYATKOM BHUPIIMICHHS 331a4
JIOCATHEHHS TakTHYHOI mimi (TakTuku) Initial Access;

nmouyatok ¢asu Action on Objects 3a meromonoriero CEH cmiBBiIHOCHTBCS 3 TOYaTKOM
BUPILICHHS 3a/1a4 IOCATHEHHsI TAKTUYHOT 1 (TakTuku) Penetration Testing Impact.

JIoriko-TICHXOJIOT19HA CXeMa BUPILICHHS 33Jadi 3a y4acTIO JIIOJUHHM, SKa MPUIMaE PilICHHS
(ocimigHuK TOTEHLIWHOT BPA3JIMBOCTI), y 3araJlbHOMy BHIJISIII € TIOCHIJIOBHICTIO €TaIiB
iHpOopManiiHOI miATOTOBKH, BUOOPY Ta peainizaiii pimeHHs 3aga4i. Eran inpopmariitHoi miaroroBku
pilleHHsT YyOCOOJIOE CYKYIHICTh omepariii 3100yTTsi, 00poOku, aHamizy iHpopmamii s
imenTudikaii cutyamnii BUpOOICHHS MHOKUHH aTbTEPHATHBHUX PIIICHb.

OYHKIIOHATBHO-IMHAMIYHMM ~ TIAXIJ  COPSAMOBAHWN  HA  JOCHIKEHHS  KOMIUICKCY
MICUXOJIOTIYHUX MEXaHI3MIB BHOOpY pIIIEHHS JIOAMHOK. Po3ymMoBa [JisUIBHICTH JIIOJWHU
pO3rIsiAa€Thesl K OaraTOpiBHEBAa CYKYIHICTh B3a€MO3B’SI3aHUX MPOIECIB  TICUXO(I3ZUUHOTO,
MICUXOJIOTIYHOT0, THOCEOJIOTIYHOTO Ta MporpaMHOro xapakrtepy. OCHOBHI (GopMH pO3yMOBOI
TISUIBHOCTI:  €MIIIpUYHE, aKciloMaTu4He, JiajekThuuHe. EmmnipuuHe MucieHHs Oa3yeTbcsi Ha
y3arajJpHEHHI MOMEPEAHhOr0 JOCBIAY, aKCIOMAaTUYHE — HA 3aCTOCYBaHHI MOYAaTKOBHUX 3HAHBb PO
MpaBWJIa BHUpIMIEHHS 3ajadi. [llaJleKTMuHe MMHCJIEHHSI € BUINOK (POPMOIO IMCHUXIYHHMX MPOLECIB
JIOJMHY, 3a0e3reyye MO3UTUBHUM NpOSB OaraTOBapiaHTHOCTI, afgamnTallii, camooprasizaiii, BUOip
pilIeHHS B yMOBaX $IK [IOBHO1, TaK 1 HEMOBHOI 1H(opMallii 1Jis BUOOpY pillIeHHS.

Posrmsimaroun mpencTaBiIeHy CEMAaHTUYHY MEpPEeXY CTPYKTypHO-Ka3yallbHUX BiJHOIIECHB
MpeIMeTHOI 00J1acTi SK Mpollec BUPIMICHHS 3aJadl MOIIYKY Ta BUSBICHHS BpPa3JIMBOCTI CHCTEMHU
(00’exTa Kibep3axucTy) 3a yuactio Joauan (Jocaignuka), HeoOXiTHO 3a3HAYUTH (PHC. 2):

3arajbHa TPUBAIICTh BHUPIIMIEHHS 3a4ad JOCATHEHHS TaKTUYHOI LIl (TAKTUKH)
|.Reconnaissance cripaBeIHBO MPOIHTEPIPETYBATH K €TAlM [HpoOpMayiiHol niocomosku i ubopy
piulenns, BUPIIICHHS KOMIUIEKCY B3a€MOIOB’S3aHUX 3a/a4 y MpoIeci MOCIIJOBHOIO JOCSTHEHHS
taktuunux migen (taktuk) 11.Resource Development, Il1.Initial Access, IV.Execution, V.Penetration
Testing Impact six goTupu moCHiIOBHUX (a3u eramy peasisallii pillicHHsS JOBEICHHS iCHYBAaHHS
BPa3JIMBOCTI CUCTEMH (00’ €KTa KiOEp3axucTy);

MOXJIMBICTh TIOBEPHEHHS JI0 BHPINIEHHS 3aj7a4 eTamiB iHQOpMaIliifHOi MArOTOBKU 1 BUOOPY
pimrenns (l.Reconnaissance) mpu HemoCTaTHOCTI (HEMOBHOTI, HEBHU3HAYEHOCTI) iH(OpMAIlil s
SIKICHOT TeXHIYHOT IiATOTOBKY peaiizaiii pimeHHs (puc. 2, a);

HasBHICTH NMpHHIKIIOBOI HeBu3HaueHocTi apyroi (I11.Initial Access) ta tpersoi (IV.Execution)
(da3 eramy peanizaiii pimeHHs 0O0yMOBIIOE BIAMOBIAHOTO MOBEPHEHHS Ta YTOUYHCHHS BUPIIICHHS
3agad ¢asu (11.Resource Development) rexuiunol miAroToBKK peatizamii pimeHss (puc. 2, 6).

a) ¥ 1
@—> I.Reconnaissance —>II.ResouGr5:e Development— lll.Initial Access —» [V.Execution —» V.Penetration Testing Impact —>®
4 J )

Puc. 2. Jloriko-nicuxomnoriyaa cxema iHpopMaIliifHol miaTpuMKke BHOOPY Ta peaisaiii pitens Jlocmimamnka
B MIPOIIEC] MOMIYKY Ta BUSBIICHHS BPa3IMBOCTI cHCTeMH (00’ €KTa Kibep3axucTy)

BinmoBigHO 10 BU3HAYEHOrO HAMNPSAMKY BHPIIIEHHS HAyKoOBOi 3amadi  chopMyeMo
opieHTOBaHMU Tpad rpad-cxemu ajroputmy AisuibHocTi [locninnuka. BepmuHu opieHTOBaHOro
rpada rpad-cxemu (puc.2) yocoONIOIOTH CYKYHHICTh 3a7ad, CHOPSIMOBAHUX Ha JOCSTHEHHS
TaKTUYHHX LILJIeH (TaKTUK), BIAMOBIIHO, Ha eTanax iH(opMalliifHO1 MiAroTOBKH, BUOOPY Ta peamizarlii
pimenHs (puc. 3) JlocnigHUKOM (TOTEHILINHHOI BPa3IMBOCTI) Y MpoIeci MOUIYKY Ta BHSBICHHS
MOTEHIIIHOT Bpa3uBoCTi (00’ €kTa Kibep3axucry).
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Puc. 3. OpientoBanuii rpad rpad-cxemu anroputMmy AisuibHOCTI JlocmiqHrKa B mpolieci MomyKy Ta
BUSIBJICHHS BPa3JIMBOCTI cUCcTeMH (00’ €KTa KiOep3axucry)

Tak, omepxanHs (3700yTTs) HeoOximHOI Jlocmigauky iH(MOpMalii 3 BUKOPUCTAHHIM
cnenu@piuHuX 3aco0iB BU3HAYAE JECSITh KAaTEeropili MOXJIMBHX METOIIB (Croco0iB, TEXHIK)
Bupimenas 3amad (puc. 3, |, 1.1-1.10) nocsruenns JlocmigHWKOM TakTHYHOI IIiJIi (TaKTHKH)
Reconnaissance (indopmariiiHa miaroToBka i BUOIp pillieHb):

I.1. Active Scanning (ckanyBaHHS);

I.2. Gather Victim Host Information (inentudikarris xocra);

1.3. Gather Victim ldentity Information (inentudikartisi nepcoHaiii KOpUCTyBauiB);

I.4. Gather Victim Network Information (izmentudikariis MepexHoi iHQpacTpyKTypH);

1.5. Gather Victim Org Information (inentudikaris opranizariii);

1.6. Phishing for Information (¢imrusr);

1.7. Search Closed Sources (inenTudikairisi B mpuBaTHUX 0a3ax MaHUX);

1.8. Search Open Technical Databases (izenTudikariisi B TeXHIiYHUX 0a3ax JaHKX);

1.9. Search Open Websites/Domains (ineHTudikaiis 38’ s13aHUX BeOpecypciB/TOMEHIB);

1.10 Search Victim-Owned Websites (inentudikariist mepcoHaiii BJIaCHUKIB BeOpeCcypciB).

BiacyTtHicte HeoOXimHHX 3aco0iB 1/a00 He3abe3nmedeHHs HEOOXITHUX YMOB BH3HAUa€ BiCIM
kareropiit (puc. 3, I, 11.1-11.8) MmoxximBUX MeTOIIB (CIOCO01B, TEXHIK) BUPIIICHHS 3a/1a4 JJOCITHEHHS
JIOCITi THUKOM TIOTEHINHOT Bpa3IMBOCTI TaKTHYHOI It (TakTuku) Resource Development (mepira
(haza eramy peamizaiii pileHHs, TEXHIYHA MMATOTOBKA):

I1.1. Acquire Access (mpuaOaHHs JIETITHMHUX TOBHOBAKEHB ),

I1.2. Acquire Infrastructure (mpuabanHs JeTiTUMHOT iHPPACTPYKTYpH);

I1.3. Compromise Accounts (koMIpoMeTarrist JOMOMIKHHUX JIEMITHMHUX OOJIKOBHX 3aIlHCIB);

I1.4. Compromise Infrastructure (momepeaHst KOMIPOMETAaLlis JOMOMDKHOI iIHPPACTPYKTYpH);

11.5. Develop Capabilities (Bu6ip, po3pobka 3aco6iB);

[1.6. Establish Accounts (;ieritumizartist 00TIKOBUX 3aITUCIB);

I1.7. Obtain Capabilities (mpunbanus 3aco0iB);

11.8. Stage Capabilities (po3mimienns 3aco0iB).

BrpoBapkeHHs 0THOTO 3 MOMJIMBUX METOMIB (CIOCO0y, TEXHIKH) 3aMyCKy JIEMOHCTpAIiiHO1
IIKIIJTMBOI MpOoTrpaMu Mae oauHaAuATh kareropii (puc. 3, I, H1.1-111.11) Bupimenns takoi 3amadi
JOCSTHEHHs TakTUYHOI 111 Initial Access (apyra ¢asa eramy peanizaiii pileHHs):

[11.1. Content Injection (mix wac o6pooku Specially Crafted Input uepe3 kaman KimieHT-
CepBEepHOI KOMYHIKaIIii);

[11.2. Drive-by Compromise (mig gac o6pooku Specially Crafted Input mpu 3aBanTakeHHi 3
HEKOHTPOJIbOBAHOTO JDKEPEa Ta BAKOPUCTAHHSI 32 IHII[IaTHBOI KOPUCTYBaya);

111.3. Exploit Public-Facing Application (mix wac 06po6xu Specially Crafted Input B mporeci
KJIIEHT-CEPBEPHOi KOMYHIKallii 3 MporpaMHUMH 3aco0aMu MyOniyHUX iHpOpMaLiiHUX CepBICiB);

[11.4. External Remote Services (mix yac o6po6ku Specially Crafted Input B mporieci kmieHT-
CepBEPHOT KOMYHIKaIlii 3 TpOrpaMHUMHU 3ac00aMHM CEpBICIB BUJAJICHOT POOOTH);

I11.5. Hardware Additions (mix wac o6po6ku Specially Crafted Input B mporieci miakaroueHHs
30BHIIIHBOTO allapaTHOro 3aco0y 3a 1HIIIaTUBOIO KOPUCTYBaya a00 TEXHIYHOTO MpalliBHUKA);
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[11.6. Phishing (mix uwac o6poGku Specially Crafted Input B mpoueci kiieHT-cepBepHOi
KOMYHIKaIlii 3 MporpaMHUMHU 3aco0amMy OMaHHMX iH(pOpPMaLifHUX CEPBICIB Ta CEpBiCiB BUAAICHOI
pOOOTH 3a 1HILIATUBOIO KOPUCTYBAYa);

I11.7. Replication Through Removable Media (mix gac o6pooku Specially Crafted Input B
MpoIieci MiAKII0YEHHS 30BHINTHHOTO HOCIS iH(popMallii 3a iHIIIaTHBOIO KOPHCTYyBada a00 TEXHIYHOTO
MpaliBHUKA);

[11.8. Supply Chain Compromise (mix ugac o6pooku Specially Crafted Input B mporneci
MiAKIIOYSHHS arapaTtHoro 3acoly, i/abo 30BHIMIHBOrO HOCiS iH(oOpmarii, 1/a00 BUKOPUCTaHHS
porpaMHOro 3acoly, Ui SKOTO He BHU3HAUeHa Oe3leKa IOXO/KEHHS Ta HaIXOKCHHS 3a
HIIIaTHBOIO KOPUCTYBaya a00 TEXHIYHOTO MpAI[iBHUKA);

I11.9. Trusted Relationship (mix gac oopooku Specially Crafted Input B mporeci kmieHT-
CepBEpPHOi KOMYHIKAIi 3 TPOrpaMHUMU 3aco0aMu 1HQOPMAIIHUX CEPBICIB Ta CEPBICIB BUIAICHOI
po0oTH, MAKIIIOYEHH] Ta BUKOPUCTaHHI arapaTHOro 3acoly, 1/ab0 30BHIIIHBOTO HOCIS 1H(opMmarlii,
1/a00 BUKOpPUCTAaHHS TPOTPAMHOTO 3ac0o0y, Ul SKOTO BH3HAYCHA HEKOHTPOJIbOBAHA KaTeropis
JIOBIpH, Y TOMY YMCJI1 3@ 1HII[IaATUBOIO KOPUCTYBaya a00 TEXHIYHOIO IPAllIBHUKA);

[11.10. Valid Accounts (1missxoM BUKOPHCTaHHs MOBHOBaYKEHb aBTOPH30BAHOTO KOPHUCTYyBada
yepes 10Ul 00JIIKOBHM 3amuc JUisl 3aIyCKy Ha BUKOHAHHS ITPOrpaMHUX 3ac001B);

.11,  Wi-Fi  Networks (uuisxoM BHKOPUCTaHHS TOBHOB)XEHb AaBTOPH30BAHOIO
KOMYHIKaI[IHOTO MMPUCTPOI0 OE3APOTOBOT JIOKAIBHOT MEPEXK).

[Moustrs “Specially Crafted Input” yocoGitoe cykymHicTh crieniaibHO CPOPMOBAHUX TAHUX,
Kl HAQJAOTBCSA JJIs1 OOpOOKM alrOPUTMY MUILOBOTO IMPOTPAaMHOTO 3acoly (TMPHUKIATHOTO YH
CHCTEMHOTO TPH3HAYEHHS) 3 METOI HposiBYy Horo BpaznmuBocTi (vulnerability) mis HaB’si3yBaHHS
BUKOHAHHsS HEraTMBHOIO TexHidyHoro edekry (negative technical impact). Has’s3yBanus
HETATUBHOTO TEXHIYHOTO BIUIMBY 0a3ye€ThCsl Ha MOXJIMBOCTI HEMEpea0auyeHOTO0 BUKOPHUCTAHHS
(excryararii) meBHOro aedekry (weakness) IiibOBOro mporpamHOro (IporpamMHO-armapaTHoro)
3aco0y, SKWW 3a TEBHUX YMOB MPHU3BOAWUTH 1O ii Bpa3JIMBOro craHy (BpasnuBocTi). Crpoly
ekcruTyaTarii JedeKkTy IUTbOBOrO MpOorpamMHOro (mporpaMHoO-anapaTHOro) 3aco0y 3 METORo
HaB’SI3yBaHHS HOMY BpAa3IMBOTO CTaHYy VIS MPOSBY HETATUBHOTO TEXHIYHOTO €PEKTy MPUHHATO
Ha3uBaTH araka (attack).

Jani Specially Crafted Input moxyTts OyTH 3a31a51€riap MiATOTOBIEH], PO3TAIIOBaHI Y CKIIai
JIETITUMHOTO JIOTTYHOT0 00’ €KTa ((ailyr JaHuX, 3aBaHTaXyBaIBHUN MOTYJIb, 010J110T€Ka, KOMaHTHUM
PAIOK, KOMaH/Ia TPOTOKOIY OOMiHY JTaHUMH, 3MiHHA, apTYMEHT, CTPYKTYypa, METO/ KJIacy i T. iH.) Ta
HaJaHl I 0OpOOKH IUIBOBUM IPOrpaMHUM (IIpOrpaMHO-armapaTHUM) 3aco000M (ITPUKIIATHOTO YU
CHUCTEMHOTO NMPU3HAYCHHS) 3 BUKOPUCTAHHSAM MIEBHOT'0 HOCIA 1H(popMalii abo y mam’sITi amapaTHOro
npuctporo. [umror dopmoro Hamanus ganux Specially Crafted Input mis 06poOku € iX reHepyBaHHS
B IpOIIeCi KOMYHIKAIIli 3 [iJIbOBUM MPOTPaMHUM (IPOTPaMHO-aIapaTHOTO) 3ac000M (IIPUKIIATHOTO
Yl CUCTEMHOro mpusHayeHHs). CrelialbHUN MpOrpaMHHi 3aci0, KWW 3MIMCHIOE TeHEpYBaHHS
nanux Specially Crafted Input B mpotieci komyHikaiiii TpuitHATO Ha3uBaTH eKCIUTONT (eXploit).

Binomo nonax 938 tunoBux kiaciB AeeKTiB Ha eTanax NIpOEKTYBaHH, peani3allii, BBeJACHHS
B GKCIUTyaTallilo, CYNPOBO/KCHHS Ta 3aBEPUICHHS POOOTH MPOrpaMHHX (IIPOrpamMHO-arapaTHHX )
npoayktiB. Cranom Ha 22.10.2025 o6mikoBano 298 000 BpasznuBocTel 3a OIUHAALATEMA
kareropismu: Overflow (mepeBuinenHs eMHOCTI Micib I po3mimeHas aanux) — 20 %; Memory
Corruption (momrkompkerns mam’sti) — 20 %; Sqgl Injection (mosiBa B 3amutax moBoro Structured
Query Language 3oBHimHix ganux) — 9 %; Cross-Site Scripting (koMmpomerartist TineprnocHiIaHb) —
25 %; Directory Traversal (HekopekTHa iHTepmperaiis nusixy y ¢aiinosiii cucremi) — 5 %;
File Inclusion (HaB’si3yBanHs 00poOieHHs (ailly 3 HEKOHTpOJbOBaHOro pkepena) — 1,5 %;
Cross-Site Request Forgery (migmina cy6’exta mocTymy 3a 3anutoMm) — 6 %; XML External Entity
(06pobka 30BHImHIX 00’ekTiB eXtensible Markup Language) — 1,5 %; Server-side Request Forgery
(miamina cy0’ekTa JOCTymy 10 AoBipeHoro cepsicy) — 1,5%; Open Redirect (moaudikaris nuisxy
noctyny) — 1,5%; Input Validation (mopymienns ¢inbrpamii BxigHux maHux) — 9 %. HaiOGinemn
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XapakTepHi HACIIAKK MPAaKTUYHOI eKCIUTyaTallii Bpa3IMBOCTI MPOrpaMHUX (IIPOrpaMHO-aapaTHHX )
MPOAYKTIB Ta TEXHOJIOTIYHUX pilieHb (3a octanHi 10 pokiB obmikoBaHo 69833 KiOGepiHIUACHTH):
Code Execution (BukoHaHHSI KOMaHJI, IPOrpaM i3 30BHILIHIX pKepen) — 27 %; Bypass (moxonanus
3axucHuX MexaHi3miB) — 10 %; Privilege Escalation (posmmpenns nosaoBaxkens) — 14 %; Denial of
Service (npununenns ¢ynkuionyBanns) — 33 %; Information Leak (mopyuienHs: koHbIASHIIIHHOCTI
iHpopmarii) — 16 %.

bamsbko 20 % kareropiit nedekriB mporpam (196 i3 940) Takconomii Common Weakness
Enumeration (CWE) ta 6insire Hixk 20 % BpazmmBocteit (63 324 3 298 000) takconomii Common
Vulnerabilities and Exposures (CVE) Binnocsthes 1o Server-side Web Application [16; 17].

BpaxyBaHHS NPUIATHOCTI Bpa3IMBOrO KOMIIOHEHTa (00’€kTa Kibep3XaucTy) /Uisi BUKOHAHHS
JIEMOHCTPAIIIHOI IIKITTMBOT MPOrpaMy BU3HAYAE MIICTHAAUATH KaTeropii (puc. 3, 1V, 1V.1-1V.16)
MO>KJIMBOTO PO3IIMPEHHS OOCATY TEXHIYHOI MiATOTOBKH peajiizalii pillleHHs HUIIXOM HEOOX1JHOCTI
JI0/IaBaHHSI BUPIIICHHS 3a/1a4 JOCSATHEHHS TaKTH4YHOI 1l (TakTuku) Execution (tpetst ¢asa eramy
peastizariii pileHHs):

IV.1. Cloud Administration Command (aaMiHiCTpyBaHHS XMapHHX CEPBiCiB);

IV.2. Command and Scripting Interpreter (komaH/Hi IHTEpIPETATOPH);

IV.3. Container Administration Command (aaMiHiCTpyBaHHS CepeIOBHIIA KOHTESHHEPI3aIlil);

IV.4. Deploy Container (po3ropraHHst KOHTEHHEPHOI iHPPACTPYKTYpH);

IV.5. ESXi Administration Command (aaMiHiCTpyBaHHS BipTyaJbHUX MAIIIHH);

IV.6. Exploitation for Client Execution (excrutyarariist Bpa3auBOCTI KIIIEHTCHKHUX IIPOrPam);

IV.7. Input Injection (BukopucTanHs iHTepdEiicy KOPUCTyBaya),

IV.8. Inter-Process Communication (BukopucTanHs iHTepdeicy B3aeMoii MpoIeciB);

IV.9. Native API (BukopuctanHs iHTepdeicy CHCTEMHHX BUKIIHKIB OMIEpaIlifHOT CUCTEMH);

IV.10. Scheduled Task/Job (agminicTpyBaHHSs cepBiciB BUKOHAHHS 3a PO3KJIAJIOM);

IV.11. Serverless Execution (BukopucTanHs iHTepdeiicy XMapHUX CEPBICiB);

IV.12. Shared Modules (HaB’si3yBaHHS BUKOHAHHS MOAUILHUX 010J110TEK);

IV.13. Software Deployment Tools (aamiricTpyBaHHSI cepBiCiB pO3rOpTaHHS IPOTpam);

IV.14. System Services (BUKOpHCTaHHS CEPBiCiB BUKOHAHHS KOMAaH);

IV.15. User Execution (HaB’s3yBaHHs KOPHCTYBa4y BUKOHAHHS IPOrpaM);

IV.16. Windows Management Instrumentation (ekcrutyarais moxkiauBocteir WMI).

3abe3nedyeHHsT TOCTAaTHOCTI YMOB JUISI TEXHIYHOTO €EeKTy TOBEACHHS YPa3IUBOCTI CHCTEMH
(00’exTa Kibep3axMCTy) BHACHIIOK BUKOHAHHS JEMOHCTpALiiHOI IIKiamuBoi mporpamu (Penetration
Testing Impact) npomonyerbes posrimsaatu (puc. 3, V) y dopmi BupilleHHs 3amadi T0CATHEHHS
taktuanol i (taktuku) Command and Control (3a metomonoriero ATT&CK), To6TO yTBOpeHHSsS
MPUXOBAHOTO KaHaJTy OOMIHY NaHMMH MiX KOMAaHJHHUM IHTEPIPETATOPOM (3 TOBHOBOKEHHSIMHU
JeSIKOT0 aBTOPH30BAHOTO KOPUCTYBa4a) B 0OUYHMCIIOBATBHOMY CEpPEIOBHILI BPA3JIMBOI'O KOMIIOHEHTA
cuctemu (00’ €KTa KiGep3axuCTy) Ta TEPMiHAIOM aBTOMAaTHU30BaHOTO poOouoro micis JocmigHuka.

Jyru opientoBanoro rpada rpad-cxemu aiaroputMmy IissibHocTi JlocmiHUMKa B mpoleci
MOIIYKY Ta BUSIBIIEHHS MOTEHIIIMHOI Bpa3nuBOCTI (00’€KkTa KiGep3axuCTy) BU3HAYAIOTh HAMPSIMKU
MepeXo/IiB MK BepunHaMu (puc. 3), sIKi:

yOCOOJIOIOTh BHpIIICHHS 3aaa4d  J{OCHiTHUKOM Yy KOHTEKCTI JMJOCSTHEHHS BiJMOBIAHHUX
TaKTUYHMX LJIeH (TaKTHK);

yOCOOJIIOIOTh eTanu iH(popMaliiiHoi MiAroToBKY 1 BUOOPY Ta peainizauii pimeHHs JlocaiaHuka
IpU HasiBHOCTI 1H(opManii HeoOX1AHOT SAKOCTI Uil TeXHIUHOI MiATOTOBKH peaii3alii pillleHHs 3a
HampsMKOM 3aBepIICHHs Mpolecy ad0 y 3BOPOTHOMY HAIPSIMKY Yy pasi ii HeTOBHOTH.

EneMeHTapHUMHU CTPYKTYpHUMH €JlIeMeHTaMu 3a0e3Me4eHHs 3B’SI3HOCTI BEpIIUH € JIAHIIOT,
HUKITIYHUN Ta mapajenbHuil KOHTYp. B sKOCTI mpukiamiB UIOCTpalii TakUX eJeMEeHTapHHX
CTPYKTYpPHUX €IIEMEHTIB MOYKHA PO3TJIIHYTH, BIIMOBIAHO (puc. 3):

oJHOCTIpsIMOBaHy 3B’ si3HicTh BepiuH I, I ta III (manmror);

HUKITIYHY 3B a3HicTh BepuvH I, I.1 a6o I, I1.8 1 1. A. (uKiIiyHUNA KOHTYP);
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napanensHy 38’ s3HicTh Bepud IV, [11 111, 11 3a ymoBu napanensnoro o6’ equanns sepruud 11
ta |V (napanenbHuii KOHTYD).

[leperBopuMO oOpieHTOBaHUI Tpad rpad-cxemu y Moaenb A (HOpPMYBaHHS MHOKUHH
aJIbTEpPHATUBHUX CTpaTeriid A nisbHOCTI JlOCIiTHUKA B ITPOIIECi MOIIYKY Ta BUSBICHHS MOTEHIIHOT

Bpa3MBOCTi (00’ €KTy KiOep3axucTy) NUITXOM O3HAYEeHHS ii BEepIIMH MOKa3HUKaMHu, Ae i = 1,n, j =

1,m, n — kinpKicTh 33124, m = 5 — a3u eramiB iHPpOpMAaIIiITHOT TIATOTOBKH 1 BHOOPY Ta peaizaii
pimenns (puc. 2, 3):

CEPENHBOr0 3HAYEHHA T;;Ta aucnepcii D (T;;)BEIMIMHN YaCOBHX BUTPAT;

HIMOBIPHOCTI OJIEPKAHHSA AKICHOTO Pe3yJIbTaTy BUPIMIEHHs 3a1a4i ¢;j (y KOHTEKCTi IOCATHEHHS
BI/IMOB1THOT TAKTHUYHOI I11JT1);

IPOTHO30BAHOIO BETMYUHOIO HEOOXIHUX PECYPCIB C;;.

Jlyru 3B’SI3HOCTI BEpIIMH 130MOpQHI IepexojaM MDK OmepalisMd BUPILIEHHS 3aaa4
JlociIHUKOM y MpOIieci MOUIYKY Ta BUSBJICHHS MOTEHIIITHOT Bpa3auBocCTi (00’ ekTa Kibep3axucTy) 1
3BaXYIOTbCS WMOBIPHOCTSIMHU Pjj, 1X BUKOPUCTAHHS MPH MOOYI0B1 MOMJIMBUX IIISAXIB MPOCYBAHHS

rpad-cxemoro, e [,k = 1,v, | # k, v— xiibKicTh BepmuH rpad)-CXEMH.

®opmyBaHHS MHOXHHH aJIbTEPHATUBHUX CTpaTerii A 3[1HCHIOEThCS Y 1Ba Kpoku. Ilepmit
KpOK peai3yeThecs MUIIXOM IMITAlifHOTO MOJIETIOBAaHHS BCIX MOMKIIMBUX LUISIX1B TPOCYBaHHS rpad-
CXEMOIO Ha OCHOBI ONEPYBaHHsS MOXKJIMBUMH 3HAYEHHAMH WMOBIPHOCTEW @;; Ta MOXIJHUX BiJ Hei

3HaYeHb WMOBIPHOCTEH Py, (B YacTUHI, SKUX cTOCyeTbes). pyruil Kpok mousdrae y 3/AiiCHEHH1
MIEPETBOPEHD €IIEMEHTAPHUX CTPYKTYPHHUX €JIEMEHTIB (JAHIIOT, UKIIYHUN KOHTYp, TapalieTbHUAN
KOHTYP) OpPIEHTOBAHOTO TiArpada MOXKIMUBOTO MUISXY MPOCYBaHHS Tpad-cxeMoro 3 OOYMCICHHSIM
exBiBajeHTHUX 3HaueHb T, C ta P(T < T,)ans KOXKHOI allbTepHATHBHOI CTpaTerii MHOXHHA A.
HaykoBo-meTonnunuM armapaToM moOyJ0BH Ta TEPETBOPEHHS Opi€HTOBaHOrO rpada rpad-cxemu
MPOIIeCy MOITYKY Ta BUsABIEHHS Jl0CTITHUKOM Bpa3IMBOCTI cucTeMH (00’ €KkTa Kibep3axucry) €:

CTPYKTYPHO-aJITOPUTMIYHUMA METOJ] aHAITI3Yy 1 CHHTE3Y JISIILHOCTI;

(YHKIIIOHAILHO-CTPYKTYpHA Teopis PYHKIIIOHYBAaHHS €PraTUYHUX CUCTEM;

HWMOBIpHICHO-9aCOBH Tpad anropuTMy IisUTBHOCTI OTIepaTopa CUCTEMHU.

Pimennsim Oy e BuOip Takoi ctparerii aiit Jlocmiaanka (MOTEHIIMHOTO BPa3IUBOCTI) B MPOIIECi
MOITYKY Ta BUSBJICHHS MOTCHIIIHOT Bpa3uBOCTI (00’ €kTa KiOEP3axuCTy) 3 TAKUM €KBIBAJICHTHUMH
sHadeHHssMu T, C ta P(T < T,), siki OyyTh 3aJI0OBOJIBHATH YMOBaM C(OPMYJIHOBaHOI MOCTAHOBKH
HaykoBoi 3a1a4i. [Ipy HasiBHOCTI y 3a3Ha4Y€HUX MMOKAa3HUKAX JJI1 MHOKWHU aJIbTEPHATUBHUX PIllICHb
O3HaK HEOJHO3HAYHOCTI BUOOPY BUKOPUCTOBYIOTHCS KpUTEpii MPUUHATTA pillleHb B yMOBax
HEBU3HAYEHOCTI: MiHIMakcHUN (MakcuminHuii), Jlammaca (baiteca-Jlammaca), CeBimka, a Takox
noxijgHux Bia HUX ['ypBina, Xomka-Jlemana, ['epmeiiepa.

AJIeKBaTHICTh 3allPONIOHOBAHOIO HAYKOBO-METOJUYHOIO amapary BHUPILIEHHS MOCTaBJICHOI
3aa4i  MiATBEPIKYEThCS pe3yibTaTaMyd EKCIHEPUMEHTANIbHUX BHUIPOOYBaHb KJacy CTpaTerii
mismbHOCTI JloCiiHMKa B ITPOIIEC] MOIYKY Ta BUSBICHHS Bpa3auBocTi Server-side Web Application
(puc. 4) cucremu (KiGep3axucTy), sKi B sIKOCTI 000B’A3K0BO1 (hazu peanizallii pillIeHHsS BKIOYAIOTh
JIOCSATHEHHS TaKTUYHOI i (taktuku) Initial Access Ha ocHoBi Bupimenns 3agadi Exploit Public-
Facing Application (puc.4, 111.3). JloctaTHs penpe3cHTaTUBHICTh €KCIIEPUMEHTAIbHOI 6a3u
M1KPECITIOETHCS OXOIICHHSAM Oinbine Hik 63 324 xateropiil nedekTiB (MpOEKTYBaHHS, peasizailii,
nanamryBanss) Server-side Web Application (6inmbiie 20 % 3anucis CVE):

53 % — mepenaBaHHA Ha 0OpoOKy HeOe3MeuyHMX (HEKOPEKTHUX) BXIJHHMX JaHUX (00’€KTiB),
Ha/TMIIKOBA 1H()OPMATUBHICTB MiJ] Yac 0OPOOKU HEKOPEKTHUX (HEMPABUIIbHUX ) 3aIIMTIB 10 CUCTEMHU
KepyBaHHs 0a3010 JTaHMX;

30 % — HeKOpeKTHa 3MiHa TOBHOBaXXEHb (HEAOTPUMAHHS MPUHIMITY HAWMEHIINX MpUBLIEiB),
MapkepiB goctyny (pyHKLiH iHTepdelcy MPUKIAAHOTO NPOrpaMyBaHHs, TOCUIaHb Ha 00’ €KTH);
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Puc. 4. Ilpuknan opienToBaHoro rpada rpad-cxemMu AisuibHOCTI JloCiiJHUKA TOTSHIIIHHOT Bpa3IMBOCTI
Server-Side Web Application

6 % — MOXIUBICTH yrajyBaHHs (MPOTHO3YBAaHHS) Ta TMOBTOPHOIO BHKOPHCTAHHS 3HAYECHb
OJTHOPA30BHX NapoiiiB (MapkepiB, ieHTU(]IKATOPIB), KPUTUYHE TOPYIICHHS JIOTIKH JTBO(PAKTOPHOT
aBTeHTU(IKaii (BiTHOBICHHA TAapOJiB), TOTPAIUIAHHS He3amH(pOoBaHUX (3amUppPOBAHUX
HECTIMKMMH KPUNTOTpaQiuHUMH aIrOPUTMaMH) 3HAYEHb NApOJIiB y JAIarHOCTHYHI TMOBIJOMIICHHS
(BiAMOBI/Il HA HEKOPEKTHI 3aTUTH 10 KOMIIOHEHTIB);

5 % — HeKOpeKTHa IMepeBipka AIMCHOCTI mapaMeTpiB aBTeHTU(iKalii, [UPPOBUX MIAMHUCIB
MIPOrpaMHUX KOMIIOHEHTIB, 3amo0iraHHd HaJJIUIIKOBOI 1H(QOpPMATUBHOCTI MiJ dYac 0OpoOKu
HEKOPEKTHUX KpHUNTOrpadiyHUX AaHUX (KIJIIOYiB, BEKTOPIB IHIIIANI3allli) MpH YTBOPEHI MEHII
CTIMKHX 3aXMIIEHUX KaHaJIB KOMYHIKAIIIi;

5 % — nenorpumanns nopsiiky OWASP Software Assurance Maturity Model i uac po3poOku
KOMITOHEHTIB 13 3aCTOCYBAaHHSIM anpoOOBaHUX KOJIEKIIIM MPOrpaMHUX KOMITOHEHTIB).

PesynbraTy eKcriepiMeHTaNBHUX BUIPOOYBaHb B OCHOBHOMY 30iraroThCs 3 MOJIOKEHHSIMH Ta
ominkamu pertary Top 10 Web Application Security Risks mig erimoro The Open Worldwide
Application Security Project [18].

BucnoBku. HeoOxinHicTh e(eKkTHBHOI opraHizaiii HOUIYKY Ta BHUSBJICHHS BpPa3JIMBOCTI
cucteMu (00’ekTa KiOep3axucTy) OOyMOBHWIJIO aKTyaJdbHY HEOOXIIHICTh TOCTAaHOBKH HAyKOBOTO
3aBJaHHS Ha PO3POOKY HAYKOBO-METOJUYHOTO amapaTy BHOOpPY cTpaTeriii misuibHOCTI JlocmimHuka
(moTeHIiitHOT Bpa3aMBOCTI) B yMoOBaxX HeBH3HadeHOCTI. OCHOBHMUM HAmpsIMKOM BHPIIICHHS
HAyKOBOTO 3aBJaHHs € GOpMyBaHHS MHOKUHU albTEPHATUBHUX PIIICHb 3 OLIIHKOIO KOKHOTO 3 HUX
3a MOKa3HUKAaMHU YaCOBHUX, PECYPCHUX BUTPAT Ta MIMOBIPHICTIO IPaBUIILHOTIO BUSIBICHHS BPAa3JIMBOCTI
3a BU3HauYeHni yac. Hamgannas JlocniqHUKY MOXKIIMBOCTI BUOOPY HaMKpamioi pamioHaabHO1 cTpaTerii
3 aBTOMATHYHHMM T€HEPYBAHHSIM IIOCIIJOBHOCTI Omepallii JOBEJACHHS ICHYBaHHS BPa3jIUBOCTI €
MepelyMOBOIO CYTTEBOTO MOKpalleHHs €(PEeKTUBHOCTI 3a7a4 TeCTyBaHHs Ha MPOHUKHEHHS IIJITXOM
CKOPOYEHHS YaCOBOTO IHTEpBaIy eTary iH(GopMaIiitHOT mArOTOBKH.

[Toganpmni AOCHIKEHHS 3IMCHIOIOTHCS Yy HANPSAMKY PO3POOKH KOMIUICKCY IMITaliifHOTO
MO/IETIIOBaHHS MHOKUHU aIbTE€PHATUBHUX CTpaTeriid aisuibHOCTI JlocmigHuka.

CIIMCOK BUKOPUCTAHUX JPKEPEJI

1. IIpo ocHoBHI 3acagu 3a0e3neucHHs KidepOesneku Ykpainu: 3akon Ykpainu Big 05.10.2017 Ne 2163-
VIII: cranom Ha 19 xoBT. 2025 p. URL: https://zakon.rada.gov.ua/laws/show/2163-19#Text (naTa 3BepHEHHS:
28.10.2025).

2. NIST SP 800-115 Technical Guide to Information Security Testing and Assessment. URL:
https:/iwww.nist.gov/privacy-framework/nist-sp-800-115.

3. Ilpo 3arBepmxenHs [lopsnky MoOmIyKy Ta BHSIBJIEHHS MOTEHIIIMHOI BPa3NWUBOCTI iH(pOpMAaLiHHUX
(aBTOMaTH30BAaHUX), ENEKTPOHHIX KOMYHIKAIiHIX, iH(OpMAIiiTHO-KOMYHIKAIIIHHUX CHCTEM, €IEKTPOHHHX
KomyHikariitanx wMepex: IlocranoBa Kab. MinictpiB VYkpainm Big 16.05.2023 Ne 497. URL:
https://zakon.rada.gov.ua/laws/show/497-2023-n#Text (nara 3Bepuenns: 28.10.2025).

4. Tlpo 3arBep/UKEeHHS 3araJibHUX BUMOI A0 KiOep3axucTy 00’€KTiB KPUTUUHOI iH(PACTPYKTypH:
IlocranoBa Kab. MinictpiB Ykpainu Big 19.06.2019 Ne 518: cranom nHa 7 Bepec. 2022 p. URL:
https://zakon.rada.gov.ua/laws/show/518-2019-n#Text (nara 3Bepuenns: 28.10.2025).

5. Tlpo 3arBepmkeHHS METONMYHMX PEKOMEHIAlill INOJ0 pearyBaHHs CyO'eKTaMH 3a0e3nedeHHs
kibepOesriekn Ha pi3HI Buaum moxid y  kibepmpocropi  Bim  03.07.2023  Ne 570. URL:
https://zakon.rada.gov.ua/rada/show/v0570519-23#Text.

267



Cuctemu 1 TexHOJOT11 3B 3Ky, iHpopMaTu3anii Ta kibepoesnexku. BITI Ne 8 — 2025

6. Tepemenko T. I1.,, Ocramuyk B. M., Xycainos I[1. B., Yepaum }0. O. Ominka Ta 3amo0iraHHs
nposiBy BpaznuBocti Server-Side Web Application // Cucremu i TexHonorii 3B’s3Ky, iHpopMaTuzaiii ta
kiOepOe3mneku: 30ipHMK HaykoBHX mparps / 3a 3ar. pen. . JI. PamgzieimoBa. KuiB: BilicbkoBuii 1HCTHTYT
TeNneKoMyHikauii Ta inpopmaru3auii imeHi ['epoiB Kpyt. 2024. Ne 5. C. 204-214. DOI: 10.58254/viti.5.2024.

7. Yepuum FO. O., Xycainos I1. B., Tepemenko T. I1. IlpuifHATTS pilieHp B Mpomeci MOIIYKY
BpasiuBocri Server-Side Web Application // Cucremu i TexHoOTT 3B’ 513Ky, iHpOpMaTH3allii Ta KibepOe3neKku:
30ipHUK HAYKOBHX Tipallb // 3a 3ar. pex. . JI. PagzisinoBa. Kuie: BilicbkOBHI IHCTHTYT TEJICKOMYHIKAIIil Ta
inpopmarusarii imeni ['epoiB KpyT. 2024. Ne 6. C. 264-274. DOI: 10.58254/viti.6.2024.

8. Xycainos I1. B., Yepnumr 0. O., Tepemenko T. [1. 3MeHIIeHHsS HEBH3HAYEHOCTI OI[IHKH dYacy
kommpomerarii Server-Side Web Application 00’ekra kputnuHoi iHppacTpykTypH // CucTeMH 1 TeXHOIOTil
3B’s13Ky, iH(opMaTH3allii Ta kibepOe3neku: 30ipHUK HayKOBUX mpailk / 3a 3ar. pena. . JI. PanzieinoBa. Kuis:
BiiicbkoBHii IHCTUTYT TeNleKOMYHiKalliil Ta iHdopmaru3zamii imeni ['epoiB Kpyt. 2025. Ne 7. C. 232-242. DOI:
10.58254/viti.7.2025.21.232.

9. I'epacumos b. M., Jlokastok B. M., Okcitok O. I'., Tlomoposa O. B. IHTenekTyanbHi cucremu
MiATPUMKH TPUHHATTS pillleHs: HaB4. noci6. K.: Bua-so €Bpon. yH-Ty, 2007. 335 c.

10. T'epacumoB b. M., Kamumun B. B. Opranizaniiina eproHomika: METOAM 1 &JITOPUTMH
nociimpkeHHs ta npoextyBanas. K.: [Hpocucrem, 2009. 212 c.

11. The Cyber Kill Chain. URL: https://www.lockheedmartin.com/cyber/cyber-kill-chain.html.

12. The Unified Kill Chain. URL: https://www:.unifiedkillchain.com.

13. Certified Ethical Hacker. URL.: https://cert.eccouncil.org/certified-ethical-hacker.html.

14. Adversarial Tactics, Techniques & Common Knowledge. URL.: https://attack.mitre.org.

15. Common Attack Pattern Enumerations and Classifications. URL: https://capec.mitre.org.

16. Common Vulnerabilities and Exposures. URL: https://cve.mitre.org.

17. Common Weakness Enumeration. URL: https://cwe.mitre.org.

18. Open Worldwide Application Security Project. URL:https://owasp.org.

268


https://owasp.org/

